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Appendix 3
Excerpt from "Machinery of Democrac y," a Brennan Center Report

APPENDIX C

BRENNAN CENTER TASK FORCE ON VOTING SYSTEM SECURITY,
LAWRENCE NORDEN, CHAIR

Excerpted from pp. 8-19

METHODOLOGY

The Task Force concluded, and the peer review
best approach for comprehensively evaluating .
identify and categorize the potential threats `" 1
these threats based upon an agreed upon .
each threat is to accomplish from the attacker .
utilizing the same metric employed to prioritize
difficult each of the catalogued attacks would b
countermeasures
are implementedmP	 X422..& ..-

aW41ST age- that the
iysiem threa s to: (1)
voting systems, (2tiz
ich uld tell us hoft
t o ► ), and (3) detJii

1
how much more

111,,. er various sets of

This model allows us to identify the acks*
(i.e., the most prac t apd least difficth(tcks)
quantify the pot tiaI e e t\veness of va ,ous sets
difficult the lea difficult`a ck is after tYftr count
Other potentiallttiiels cor tiered, but ultiI3 ate"ly

Force, are detailedh Appri i B.

T r ost concerned about
ermore, it allows us to

ofountermeasures (i.e., how
ermeasure has been implemented).
rejected by the Task

REA

Th'n ;f rst step in creating a three model for voting systems was to identify as many
 attacks aspossible. To that end, the Task Force, together with the participatingpotential

electi i fficials, spe%i several months identifying voting system vulnerabilities.
Followifi is work,KIST held a Voting Systems Threat Analysisg . 	 g y	 Y
Workshop i OJct9b ' 7, 2005. Members of the public were invited to write up
and post addict iiI potential attacks. Taken together, this work produced over
120 potential aftacks on the three voting systems. They are detailed in the catalogs
annexed.2o Many of the attacks are described in more detail at
http://vote.nist.gov/threats/papers.htm.

The types of threats detailed in the catalogs can be broken down into nine categories:
(1) the insertion of corrupt software into machines prior to Election Day;
(2) wireless and other remote control attacks on voting machines on Election Day;
(3) attacks on tally servers; (4) miscalibration of voting machines; (5) shut off of
voting machine features intended to assist voters; (6) denial of service attacks; (7)
actions by corrupt poll workers or others at the polling place to affect votes cast;
(8) vote buying schemes; (9) attacks on ballots or VVPT. Often, the actual attacks
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involve some combination of these categories. We provide a discussion of each
type of attack in. "Categories of Attacks," infra at pp. 24-27.

PRIORITIZING THREATS:
NUMBER OF INFORMED PARTICIPANTS AS METRIC

Without some form of prioritization, a compilation of the threats is of limited
value. Only by prioritizing these various threats could we help election officials
identify which attacks they should be most concerned about, and what steps
could be taken to make such attacks as difficult as possible. As discussed below, we
have determined the level of difficulty for each attack where ttacker is
attempting to affect the outcome of a close statewide electiq	 '<:

There is no perfect way to determine which attacks ark
each attack requires a different mix of resources – ells
programming skills, security expertise, etc. Diffgtal
resources easier to acquire than others. Fore	 ple, e
local election officials would always invol	 ell-plac(
understanding of election procedures; at t o	 time,
expect such officials to have highly skilled hac1
working with them. By contrast, election fraud ca`
would likely start with plenty of money and technical
probably without many conveniently placed insiders or
election procedures. 	 y; "``°j<y,

Ultimately, we decide\ to use the "nuieTinfo
for determining  c1cultyy. An attar which^
deemed the eas ` attack `

t, because
aces n	 s, money,
Akers wo  ftd certain
Lion fraud coi tted by
insiders and a :> &oueh

is no reason

by a foreign government
lled attackers, but

ed knowledge of

ipants" as the metric
participants is

We have defined `,  ;orm >a icipant" as someone whose participation is needed
to make th  attack	 ` knows s enough about the attack to foil or
expose	 s to be dfstinguished froni a participant who unknowingly assists
^ie	 y p	 ng a	 that is integral to the attack's successful executiont attack b
without understanding that the k is part of an attack on voting systems.

Theon for using .y, security metric "number of informed participants" is
relative traightfo „ d: the larger a conspiracy is, the more difficult it would be
to keep lits  t. Where an attacker can carry out an attack by herself, she need
only trust h .:; fii the other hand, a conspiracy that requires thousands of
people to take art (like a vote-buying scheme) also requires thousands of people
to keep quiet. a larger the number of people involved, the greater the likelihood
that one of them (or one who was approached, but declined to take part)
would either inform the public or authorities about the attack, or commit some
kind of error that causes the attack to fail or become known.

Moreover, recruiting a large number of people who are willing to undermine the
integrity of a statewide election is also presumably difficult. It is not hard to imagine
two or three people agreeing to work to change the outcome of an election.
It seems far less likely that an attacker could identify and employ hundreds or
thousands of similarly corrupt people without being discovered.
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We can get an idea of how this metric works by looking at one of the threats listed
in our catalogs: the vote-buying threat, where an attacker or attackers pay individuals
to vote for a particular candidate. This is Attack Number 26 in the PCOS
Attack Catalogn (though this attack would not be substantially different against
DREs or DREs w/ VVPT).0 In order to work under our current types of voting
systems, this attack requires (1) at least one person to purchase votes, (2) many
people to agree to sell their votes, and (3) some way for the purchaser to confirm
that the voters she pays actually voted for the candidate she supported. Ultimately, we
determined that, while practical in smaller contests, a vote-buying attack would be an
exceptionally difficult way to affect the outcome of a statewide ejection. This is because,
even in a typically close statewide election, an attacker woul ., ' ctp involve thousands
of voters to ensure that she could affect the outcome of a siwide race.24

For a discussion of other metrics we considered, but matel = .1, . ted, see
Appendix C.

DETERMINING NUMBER OF INFORMED

DETERMINING THE STEPS AND VALUES

The Task Force members broke down each of the áatalqgued attacks into its necessary
steps. For instance, Attack 12 ins	 COS Attack Catalog is "Stuffing
Ballot Box with Additional Mark 	 s. 'zs We deteimihed that, at a minimum,
there were three component parts to this a  °' . 1) stealingbrcreating the
ballots and then marking them, (2) scânninjrriãrked ballots >through the PCOS
scanners, probably le.re the polls opened;.	 .d (	 Eying the poll books in
each location to	 tatthe the total number of votes in the ballot boxes was not
greater than th numberu" titers who silted in at the polling place.

Task Force members hensassigned a valuerepresenting the minimum number of
persons they believed would be nect \ 	 accomplish each goal. For PCOS
Attack 2; the following values were assiQned:26

or create ballots: 5 persons total.27

number required to scan marked ballots: 1 per polling place attacked.

to modify poll books: 1 per polling place attacked.28

After these value§ were assigned, the Brennan Center interviewed several election
officials to see whether they agreed with the steps and values assigned to each
attack.29 When necessary, the values and steps were modified. The new catalogs,
including attack steps and values, were then reviewed by Task Force members.
The purpose of this review was to ensure, among other things, that the steps and
values were sound.

These steps and values tell us how difficult it would be to accomplish a single attack
in a single polling place. They do not tell us how many people it would take to change
the outcome of an election successfully – that depends, of course, on specific facts
about the jurisdiction: how many votes are generally recorded in each polling 	 _
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place, how many polling places are there in the jurisdiction, and how close is the
race? For this reason, we determined that it was necessary to construct a hypothetical
jurisdiction, to which we now turn.

NUMBER OF INFORMED PARTICIPANTS NEEDED TO CHANGE
STATEWIDE ELECTION

We have decided to examine the difficulty of each attack in the context of changing
the outcome of a reasonably close statewide election. While we are concerned
by potential attacks on voting systems in any type of election, we are most troubled
by attacks that have the potential to affect large numbers of votes. These are
the attacks that could actually change the outcome of a statewielection with
just a handful of attack participants.

We are less troubled by attacks on voting systems
of votes (and might therefore be more useful in log
because there are many non-system attacks that
votes (i.e., sending out misleading informatio n
intimidating voters, submitting multiple ab ee 1
these non-system attacks are likely to be ieiti
financial cost, risk of detection, and time comm..
that an attacker would target voting machines to a:

a small number
eiccuonSpijs is

o affect a	 Jumber of
polling places, "	 tally
ots etc.). Given th ;at
mieis of number	 artic
ice are uncertain
small number of votes.z^

In order to evaluate how difficult it wóü; d be for an attacker to change the outcome
of a statewide election, we created a, composite jurisdictionThecomposite
jurisdiction was created to be representative tf a rlatively close statewide election.
We did not want to examine a statewide aelection 	 cults were so
skewed toward one ca 	 to (for instanc, the rc-eleêtion of Senator Edward M.
Kennedy in 2000, , where ho won 73% of the vote30), that reversing the election
results would be   possibl without causing;.extreme public suspicion. Nor did we
want to look at races.whcré changing only : lative handful of votes (for
instance, a Gove	 a ace in Washingtn State in 2004, which was decided by
a m r	 t }l) could affect the outcome of an election; under this scenario,
many of the potential attacks !would involve few people, and therefore look equally

We'h , ^..e, named our edinposite jurisdiction "the State of Pennasota." The State
of Peni sbta is a tom ip site of ten states: Colorado, Florida, Iowa, Ohio, New
Mexico, P " ".6 lvari^ , Michigan, Nevada, Wisconsin and Minnesota. These
states were cl1nabecause they were the ten "battleground" states that Zogby
International ediistently polled in the spring, summer, and fall 2004.32 These
are statewide elections that an attacker would have expected, ahead of time, to
be fairly close.

We have also created a composite election, which we label the "Governor's Race"
in Pennasota. The results of this election are a composite of the actual results in
the same ten states in the 2004 Presidential Election.

We have used these composites as the framework by which to evaluate the difficulty
of the various catalogued attacks.33 For instance, we know a ballot-box stuffing
attack would require roughly five people to create and mark fake ballots, as
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well as one person per polling place to stuff the boxes, and one person per polling
place to modify the poll books. But, in order to determine how many informed
participants would be needed to affect a statewide race, we need to know how
many polling places would need to be attacked.

The composite jurisdiction and composite election provide us with information
needed to answer these questions: i.e., how many extra votes our attackers would
need to add to their favored candidate's total for him to win, how many ballots
our attackers can stuff into a particular polling place's ballot box without arousing
suspicion (and related to this, how many votes are generally cast in the average
polling place), how many polling places are there in the state, a We provide
details about both the composite jurisdiction and election in"ti on entitled
"Governor's Race, State of Pennasota, 2007," infra at pp ? , .;M 7.

LIMITS OF INFORMED PARTICIPANTS AS M

Of the possible metrics we considered, we belirneasuring t 	 1ber of
people who know they are involved in an a 	 (and thus could provi 4 p 'dence
of the attack to the authorities and/or the ná is the t single meas
attack difficulty; as already discussed, we hav	 clud- 1 > > t the more pe le an
attacker is forced to involve in his attack, the mo	 y it is that one of the participants
would reveal the attack's existence and foil the attar 	 baps sending
attackers to jail. However, we are,aware of a number 	 thces where the
methodology could provide us with ` gy	 p	 i44ble results. '	 >

By deciding to concentrate on size or
other resources whenning an attar
makes use of s eg o ^ gra 34 to hide at1
Attack No.l a", discussed in sgreater deta
than an attack program deered over a
discussion of wireless networks. ks in Ira ai

tly ignore the need for
a so .. a attack on DREs which
ruction files (see "DRE w/ VVPT
at pp. 62-65) is considered easier
' network at the polling place (see
-91). However, the former attack
sophisticated attacker.

Another imperfection with this metric is that we do not have an easy way to represent
how much choice the attacker as in finding members of his attack team.
Thus,with PCOS vdt, we conclude that the cost of subverting a routine audit
of ballots is is roughly 	 al to the cost of intercepting ballot boxes in transit and
substitutingaltered ballots (see discussion of PCOS attacks, infra at pp. 77-83).
However, subverting. he audit team requires getting a specific set of trusted people
to cooperate with tha attacker. By contrast, the attacker may be able to decide
which precinct  to tamper with based on which people he has already recruited
for his attack.

In an attempt to address this concern, we considered looking at the number of
"insiders" necessary to take part in each attack. Under this theory, getting five
people to take part in a conspiracy to attack a voting system might not be particularly
difficult. But getting five well-placed county election officials to take part in
the attack would be (and should be labeled) the more difficult of the two attacks.
Because, for the most part, the low-cost attacks we have identified do not necessarily
involve well placed insiders (but could, for instance, involve one of many
people with access to commercial off the shelf software ("COTS") during development.
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or at the vendor), we do not believe that using this metric would have
substantially changed our analysis.35

Finally, these attack team sizes do not always capture the logistical complexity of
an attack. For example, an attack on VVPT machines involving tampering with
the voting machine software and also replacing the paper records in transit
requires the attacker to determine what votes were falsely produced by the voting
machine and print replacement records in time to substitute them. While this is
clearly possible, it raises a lot of operational difficulties — a single failed substitution
leaves the possibility that the attack would be detected during the audit of
ballots.

We have tried to keep these imperfections in mind when analyzing and discussing
our least difficult attacks..

We suspect that much of the disagreement betwe
security experts in the last several years stems fr
prioritizing the difficulty of attacks. Electio 4
in the logistics of handling tons of paper
understand the kind of breakdowns in pr3cedl
like ballot box stuffing; in contrast, sophisticated
appear very difficult to many of them. Computer
sophisticated attacks on compute q ems, and r
tools and expertise that makes these	 racl
idea how they would manage the logistioftta
Looking at attack team size is one wái to bridge:

e von g ornciaA' d computer
difference o	 - 'on in

cials, with extensive eerlence
have 1  _ e faith in pap	 !'

t lctq traditional atffks
on computer voting systems

se	 experts understand
coltee availability of

ical to 1	 iut have no clear
,king a pay _ =based system.

frence in perspective.

EFFECTS
	

EASURE SETS

The final step of our threat analysis is measurete the effect of certain countermeasures
against the catalogued attacks. Hoy muchroe difficult would the
attacks ecyoi me once thecountermeasuresare put into effect? How many more
informed participants (if ai  would be needed to counter or defeat these

A process for ex z`ning the 'fectiveness of a countermeasure mirrors the^.
pro s for determm1Ig the difficulty of an attack: we first asked whether the
couiteasure wou ~ llow us to detect an attack with near certainty. If we
agreed- the count easure would expose the attack, we identified the steps
that woul ' eceØy to circumvent or defeat the countermeasure. For each
step to defea	 untermeasure, we determined the number of additional
informed part] Ypants (if any) that an attacker would need to add to his team.
As with the process for determining attack difficulty, the Brennan Center interviewed
numerous election officials to see whether they agreed with the steps and
values assigned. When necessary, the values and steps for defeating the countermeasures
were altered to reflect the input of election officials.

COUNTERMEASURES EXAMINED

BASIC SET OF COUNTERMEASURES

The first set of countermeasures we looked at is the "Basic Set" of countermeasures.
This Basic Set was derived from security survey responses36 we received 	 r;

I
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from county election officials around the country, as well as additional interviews
with more than a dozen current and former election officials. Within the Basic
Set of countermeasures are the following procedures:

Inspection

The jurisdiction is not knowingly using any uncertified software that is subject
to inspection by the Independent Testing Authority (often referred to as
the "ITA").37

Physical Security for Machines

• Ballot boxes (to the extent they exist) are exami
and locked by poll workers immediately before,,

• Before and after being brought to the
each county are locked in a single roc

• The warehouse has perimeter
visits by security guards.

ensure they are empty)
$ are opened.

systems for

video surveill	 and regular

• Access to the wai
similar automatic

led by sighA,
and exit for

with card keys or

• Some form of "tamper
each election..

• The

before and after

to JVling locations five to fifteen days before

Day Records

• At close
number

lies for each machine are totaled and compared with
signed the poll books.

copy of totals" for each machine is posted at each polling place on Election
Night and take n home by poll workers to check against what is posted publicly at
election headquarters, on the web, in the papers, or elsewhere.38

• All audit information (i.e., Event Logs, VVPT records, paper ballots, machine
printouts of totals) that is not electronically transmitted as part of the unofficial
upload to the central election office, is delivered in official, sealed and hand-
delivered information packets or boxes. All seals are numbered and tamper-
evident.

• Transportation of information packets is completed by two election officials
representing opposing parties who have been instructed to remain in joint
custody of the information packets or boxes from the moment it leaves the
precinct to the moment it arrives at the county election center.

42	
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• Each polling place sends its information packets or boxes to the county election
center separately, rather than having one truck or person pickup this data from
multiple polling locations.

• Once the sealed information packets or boxes have reached the county election
center, they are logged. Numbers on the seals are checked to ensure that they
have not been replaced. Any broken or replaced seals are logged. Intact seals are
left intact.

• After the packets and/or boxes have been logged, they are provided with physical
security precautions at least as great as those listed fora : ' g machines, above.
Specifically, for Pennasota, we have assumed the rjii in hick the packets are
stored have perimeter alarms, secure locks, vide ; 	 illance and regular visits
by security guards and county police officers- 	 a	 to the room is
controlled by sign-in, possibly with card keys simil	 matic logging of
entry and exit for regular staff. 	 ^^

Testing39

• An Independent Testing Authority
used in the polling place.

• Acceptance Testing4o is
received by County.

of voting machine

on machines a^^ .; y _ae or soon after they are

• Pre-election..L,ggic and

• Prior to
checked

MEN FOR Al
BASIC SET

every

by the relevant election

=machine and vote tabulation system is
for the correct election, including the
applicable details.

set of coermealures is the Regimen for an Automatic Routine
Basic Set cCountermeasures.

Some form	 u ' e auditing of voter-verified paper records occurs in 12 states,
to test the acc	 y of electronic voting machines. They generally require between 1 and
10% of all pre. Ynct voting machines to be audited after each election. 42

Jurisdictions can implement this set of countermeasures only if their voting systems
produce some sort of voter-verified paper record of each vote. This could
be in the form of a paper ballot, in the case of PCOS, or a voter-verified paper
trail ("VVPT"), in the case of DREs.

We have assumed that jurisdictions take the following steps when conducting an
Automatic Routine Audit (when referring to this set of assumptions "Regimen for
an Automatic Routine Audit"):
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The Audit

• Leaders of the major parties in each county are responsible for selecting a
sufficient number of audit-team members to be used in that county.43

• Using a highly transparent random selection mechanism (see point ii, below), the
voter-verified paper records for between a small percentage of all voting
machines in the State are selected for auditing.

• Using a transparent random selection method, auditors are assigned to the
selected machines (two or three people, with representatives of each major
political party, would comprise each audit team).

• The selection of voting machines, and the assignment auditors to machines,
occurs immediately before the audits take place. The audits take place as soon
after polls close as possible - for example,at 9a.m. the môining after polls close.

• Using a transparent random selec	 ethod, unty police ofd' . securityMIT 	 7'.

personnel and the video monitor , ssi	 Ito gu4„ ,the voter-veri ecords are
chosen from a large pool of on-duty offisan employees on el tion night.

• The auditors are providcdthe machine talliesc re able to see that the county
tally reflects the sums of the' machine tallies befoeb start of the inspection of
paper.az	

^,
the

• The audit would include a tall 	 poiled 1ial s (in the case of VVPT, the
number of cancellations ions recorded), overvotes; and undervotes.

Process

In thisr	 we haveassumed that random auditing procedures are in place for
both e Regimen for anAutomatic Routine Audit and Regimen for Parallel
Testing. We have 'further assumed procedures to prevent a single, corrupt person
from 	 able to fiX£ the results. This implies a kind of transparent and public
random procedure. hy,F

S 1̂JyCj_ 	 l

For the) Regimen for an Automatic Routine Audit there are at least two places
where transparent, ,random selection processes are important: in the selection of
precincts to audit;and in the assignment of auditors to the precincts they will be
auditing.

Good election security can employ Transparent Random Selection in other
places with good effect:

• the selection of parallel testers from a pool of qualified individuals.

• the assignment of police and other security professionals from on-duty lists, to
monitor key materials, for example, the VVPT records between the time that they
arrive at election central and the time of the completion of the ARA.
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If a selection process for auditing is to be trustworthy and trusted, ideally:

• The whole process will be publicly observable or videotaped;aa

• The random selection will be publicly verifiable, i.e., anyone observing will be
able to verify that the sample was chosen randomly (or at least that the number
selected is not under the control of any small number of people); and

• The process will be simple and practical within the context of current election
practice so as to avoid imposing unnecessary burdens on election officials.

There are a number of ways that election officials can ensure je4cind of transparent
randomness. One way would be to use a state lottery mach' 	 select precincts or
polling places for auditing. We have included two poten	 piAles of transparent
random selection processes in Appendix F. These app o th	 gimen for Parallel
Testing as well.

REGIMEN FOR PARALLEL TESTING PLUS BASK ET OF COUNTERMEAS E

The final set of countermeasures we have ex 	 ed is "	 llel Testing" p the
Basic Set of countermeasures. Parallel Testing, 	 +n as election-day testing,
involves selecting voting machines at random and 	 them as realistically
as possible during the period tha .s are being cast.

Parallel Testing

In developing our set of assumptions f' , P-,llel T" '= `we relied heavily upon
interviews withoJocelyntney, Projager foie arallel Testing in the Stateh

of California d conclusions drawn fror this Report.45In our analysis, we
assume that the 	 owing procedures woui'c ;included in the Parallel Testing

	

regimen "R' men for Parallel Testing") 	 weregimen (when referring to 	 g )

• At least two;of each>DRE model (meaning both vendor and model) would be
selected or.:P'arallel T+ seine:

least two liIs from each of the three largest counties would be parallel

• Courifii s'Ffb be parallel tested would be chosen by the Secretary of State in a
transndrent and random manner.

• Counties would be notified as late as possible that machines from one of their
precincts would be selected for Parallel Testing;aa

• Precincts would be selected through a transparent random mechanism;

• A video camera would record testing;

• For each test, there would be one tester and one observer;

45
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• Parallel Testing would occur at the polling place;

• The script for Parallel Testing would be generated in a way that mimics voter
behavior and voting patterns for the polling place;

• At the end of the Parallel Testing, the tester and observer would reconcile vote
totals in the script with vote totals reported on the machine.

Transparent Random Selection Process

We further assume that the same type of transparent random self 'on process
that would be used for the Regimen for Automatic Routine , : < it w uld also be
employed for the Regimen for Parallel Testing to det 	 ^' }tich machines
would be subjected to testing on Election Day.^^,.

APPENDIX C

ALTERNATIVE SECURITY METRICS
	

DERED

Dollars Spent

The decision to use the number of
level difficulty cam;e^ ft)e^^r consider
first metrics we cons de was thi
when lookingt&attacks tfiseek f
corporate fufi'` s.^'s not r bnal ti
corporate funds . 1 to	 lu o
this m	 s the bas" ter our
we .." nsi	 titre d aid by be

amounts c . eutiy speri ? gallb

Attack

rifrmed ""	 p is as-,the metric for attack
ngâl v " otli`^" < . y tial metrics. One of the
dol cost of atta . This metric makes sense
iancia,gain – for instance, misappropriating
spend t 000 on the misappropriation of
those fu g is $90,000. Ultimately, we rejected
s1skecuse the dollar cost of the attacks
h (T current federal and state budgets, and (2)
in state and federal political campaigns.

The relative security of safes and other safety measures are often rated in terms
of "time to defeat." .  is was rejected as metric of difficulty because it did not
seem relevantto' voting systems. Attackers breaking into a house are concerned
with the amount f time it might take to complete their robbery because the
homeowners or police might show up. With regard to election fraud, many
attackers may be willing to start months or years before an election if they believe
they can control the outcome. As discussed supra at pp. 35-48, attackers may be
confident that they can circumvent the independent testing authorities and other
measures meant to identify attacks, so that the amount of time an attack takes
becomes less relevant.

46	 .0072,75



Voting Fraud and Voter Intimidation — Preliminary Research & Recommendations

Appendix 4
Voting Fraud-Voter Intimidation Working Group

The Honorable Todd Rokita
Indiana Secretary of State
Member, EAC Standards Board and the Executive Board of the Standards Board

Kathy Rogers
Georgia Director of Elections, Office of the Secretary of State/i>
Member, EAC Standards Board 

J.R. Perez
Guadalupe County Elections Administrator, Texas, i^L4

Barbara Arnwine a\^
Executive Director, Lawyers Committee fob	 Right nder Law	 "'''
Leader of Election Protection Coalition

Robert Bauer	 Qa^

Chair of the Political Law Practice a t: law firm of P	 Cpie, District of
Columbia
National Counsel for Voter Protection,emoc 	 y ^ytionai Committee

Benjamin L. Ginsberg?.
Partner, Patton B 	 LLP^
Counsel to nation 	 ublica Ficampaign committees and Republican candidates

Mark Thrla ne II `^`	 ^^
PartnerrIember, I	 op 8a e, St Louis, Missouri
Natignal Counsel to h" merio Center for Voting Rights

Barry Weifl erg
Former Depfiihief andcting Chief, Voting Section, Civil Rights Division, U.S.
Department of Jjice

EAC Invited Technical Advisor:

Craig Donsanto
Director, Election Crimes Branch, U.S. Department of Justice
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i Department of Justice's Activities to Address Past Election-Related Voting Irregularities, General
Accounting Office, October 14, 2004, GAO-04-1041R
"The MyVotel Project Final Report, Fels Institute of Government, University of Pennsylvania, November
1, 2005, Pg. 12
°'Department of Justice's Activities to Address Past Election-Related Voting Irregularities, General
Accounting Office, October 14, 2004, GAO-04-1041R, p. 4. This same report criticizes some of the
procedures the Section used for these systems and urged the Department to improve upon them in time for
the 2004 presidential election. No follow-up report has been done since that time to the best of our
knowledge.

"Department Of Justice To Hold Ballot Access and Voting Integrity S 	 ium,">U.S. Department of
Justice press release, August 2, 2005

Craig C. Donsanto, Prosecution of Electoral Fraud Under United Sja F ;, Law," IFES Political
Finance White Paper Series, 2006, p. 29

Ana Henderson and Christopher Edley, Jr., Voting Rights Ac } utigrization: 	 ch-Based
Recommendations to Improve Voting Acess, Chief Justice 	 Warnt Institute oike Ethnicity and
Diversity, University of California at Berkeley, School of w, 2006„p. 29
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EAC REPORT ON OTEItI FRAUD AND VOTER INTIMIDATION STUDY	 -

INTRODUCTION

Voter fraud and intimidation is a phrase familiar to many voting-aged Americans.
However, it means different things to different people. Voter fraud and intimidation is a
phrase used to refer to crimes, civil rights violations, and at times even the correct
application of state or federal laws to the voting process. Past study of this topic has been
as varied as its perceived meaning. In an effort to help understand the realities of voter
fraud and voter intimidation in our elections, EAC has begun this, phase one, of a
comprehensive study on election crimes. In this phase of its examination, EAC has
developed a definition of election crimes and adopted some research methodology on
how to assess the true existence and enforcement of election crimes in this country.

PURPOSE AND METHODOLOGY OF THE EAC STUDY

Section 241 of the Help America Vote Act of 2002 (HAVA) calls on the U.S. Election
Assistance Commission (EAC) to research and study various issues related to the
administration of elections. During Fiscal Year 2006, EAC began projects to research
several of the listed topics. These topics for research were chosen in consultation with
the EAC Standards Board and Board of Advisors. Voter fraud and voter intimidation,
listed in 241(b)(6) and (7) were topics was  a-tepic that EAC as well as its advisory
boards felt were important to study to help improve the administration of elections for
federal office.

EAC began this study with the intention of identifying a common understanding of voter
fraud and intimidation and devising a plan for a comprehensive study of these issues.
This study was not intended to be a comprehensive review of existing voter fraud and
voter intimidation actions, laws, or prosecutions. That type of research is well beyond
the basic understanding that had to be established regarding what is commonly referred to
as voter fraud and voter intimidation. Once that understanding was reached, a definition
had to be crafted to refine and in some cases limit the scope of what reasonably can be
researched and studied as evidence of voter fraud and voter intimidation. That definition
will serve as the basis for recommending a plan for a comprehensive study of the area.

To accomplish these tasks, EAC employed two consultants, Tova Wang and Job
Serebrov, who along with EAC staff and interns conducted the research that forms the
basis of this report. The cGonsultants were chosen based upon their experience with the
topic and .	 to assure a bipartisan representation in
this study. The consultants and EAC staff were charged to: (1) to-research the current
state of information on the topics of voter fraud and voter intimidation;; (2) to-develop a
uniform definition of voter fraud and voter intimidation;; and (3) to-propose
recommended strategies for researching this subject.
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EAC consultants reviewed existing studies, articles, reports and case law on voter fraud
and intimidation. In addition, EAC consultants conducted interviews with selected
experts in the field. Last, EAC consultants and staff presented their study to a working
group that provided feed back. The working group participants were:

The Honorable Todd Rokita
Indiana Secretary of State
Member, EAC Standards Board and the
Executive Board of the Standards Board

Kathy Rogers
Georgia Director of Elections, Office of
the Secretary of State
Member, EAC Standards Board

J.R. Perez
Guadalupe County Elections
Administrator, Texas

Barbara Arnwine
Executive Director, Lawyers Committee
for Civil Rights under Law
Leader of Election Protection Coalition

Benjamin L. Ginsberg
Partner, Patton Boggs LLP
Counsel to national Republican
campaign committees and Republican
candidates

Robert Bauer
Chair of the Political Law Practice at the
law firm of Perkins Coie, District of
Columbia
National Counsel for Voter Protection,
Democratic National Committee

Mark (Thor) Hearne II
Partner-Member, Lathrop & Gage, St
Louis, Missouri
National Counsel to the American
Center for Voting Rights

Barry Weinberg
Former Deputy Chief and Acting Chief,
Voting Section, Civil Rights Division,
U.S. Department of Justice

Technical Advisor:
Craig Donsanto
Director, Election Crimes Branch, U.S.
Department of Justice

Throughout the process, EAC staff assisted the consultants by providing statutes and
cases on this subject as well as supervision on the direction, scope and product of this
research.

The consultants drafted a report for EAC that included their summaries of e3irting laws,
relevant 'ase studies and reports on voter fraud and intimidation as well as summaries 	 comment [M2] rug consultants did

of the interviews that they conducted. The draft report also provided a definition of voter 	 OlIYSIiflhifl2flee ex ► i8 haw.
fraud and intimidation and made certain recommendations developed by the consultants
or by the working group on how to pursue further study of this subject. This document
was vetted and edited to produce this fmal report.

EXISTING INFORMATION ABOUT FRAUD AND INTIMIDATION

To begin our study of voter fraud and voter intimidation, EAC consultants reviewed the
current body of information on voter fraud and intimidation. What the world knows
about these issues comes largely from a very limited body of reports, articles and books:
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There are volumes of case law and statutes in the various states that also impact our
understanding of what actions or inactions are legally considered fraud or intimidation.
Last, there is anecdotal information available through media reports and interviews with
persons who have administered elections, prosecuted fraud, and studied these problems.
All of these resources were used by EAC consultants to provide an introductory look at
the available knowledge of voter fraud and voter intimidation.

Reports and Studies of Voter Fraud and Intimidation

Over the years, there have been a number of studies and reports published
conducted about the concepts of voter fraud and voter intimidation. EAC consultants
reviewed many of these studies and reports to develop a base-line understanding of the
information that is currently available about voter fraud and voter intimidation. EAC
consultants reviewed the following articles, reports and books, summaries of which are
available in Appendix "_":

Articles and Reports

• People for the American Way and the NAACP, "The Long Shadow of Jim
Crow," December 6, 2004.

• Laughlin McDonald, "The New Poll Tax," The American Prospect vol. 13
no. 23, December 30, 2002.

• Wisconsin Legislative Audit Bureau, "An Evaluation: Voter Registration
Elections Board" Report 05-12, September, 2005.

• Milwaukee Police Department, Milwaukee County District Attorney's
Office, Federal Bureau of Investigation, United States Attorney's Office
"Preliminary Findings of Joint Task Force Investigating Possible Election
Fraud," May 10, 2005.

• National Commission on Federal Election Reform, "Building Confidence
in U.S. Elections," Center for Democracy and Election Management,
American University, September 2005.

• The Brennan Center for Justice at NYU School of Law and Spencer
Overton, Commissioner and Law Professor at George Washington
University School of Law "Response to the Report of the 2005
Commission on Federal Election Reform," September 19, 2005.

• Chandler Davidson, Tanya Dunlap, Gale Kenny, and Benjamin Wise,
"Republican Ballot Security Programs: Vote Protection or Minority Vote
Suppression – or Both?" A Report to the Center for Voting Rights &
Protection, September, 2004.
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• Alec Ewald, "A Crazy Quilt of Tiny Pieces: State and Local
Administration of American Criminal Disenfranchisement Law," The
Sentencing Project, November 2005.

• American Center for Voting Rights "Vote Fraud, Intimidation and
Suppression in the 2004 Presidential Election," August 2, 2005.

• The Advancement Project, "America's Modem Poll Tax: How Structural
Disenfranchisement Erodes Democracy" November 7, 2001

• The Brennan Center and Professor Michael McDonald "Analysis of the
September 15, 2005 Voter Fraud Report Submitted to the New Jersey
Attorney General," The Brennan Center for Justice at NYU School of
Law, December 2005.

• Democratic National Committee, "Democracy at Risk: The November
2004 Election in Ohio," DNC Services Corporation, 2005

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2002."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities. and Operations of the Public
Integrity Section for 2003."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2004."

• Craig Donsanto, "The Federal Crime of Election Fraud," Public Integrity
Section, Department of Justice, prepared for Democracy.Ru, n.d., at
http://www.democracy.ru/englishflibrary/intemational/engi 999-11 .html

• People for the American Way, Election Protection 2004, Election
Protection Coalition, at
http://www.electionprotection20O4.or/edaynews.htm

• Craig Donsanto, "Prosecution of Electoral Fraud under United State
Federal Law," IFES Political Finance White Paper Series, IFES, 2006.

• General Accounting Office, "Elections: Views of Selected Local Election
Officials on Managing Voter Registration and Ensuring Eligible Citizens
Can Vote," Report to Congressional Requesters, September 2005.
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• Lori Minnite and David Callahan, "Securing the Vote: An Analysis of
Election Fraud," Demos: A Network of Ideas and Action, 2003.

• People for the American Way, NAACP, Lawyers Committee for Civil
Rights, "Shattering the Myth: An Initial Snapshot of Voter
Disenfranchisement in the 2004 Elections," December 2004.

Books

• John Fund, Stealing Elections: How Voter Fraud Threatens Our
Democracy, Encounter Books, 2004.

• Andrew Gumbel, Steal this Vote: Dirty Elections and the Rotten History of
Democracy in American, Nation Books, 2005.

• Tracy Campbell, Deliver the Vote: A History of Election Fraud, An
American Political Tradition –1742-2004, Carroll & Graf Publishers,
2005.

• David E. Johnson and Jonny R. Johnson, A Funny Thing Happened on the
Way to the White House: Foolhardiness, Folly, and Fraud in the
Presidential Elections, from Andrew Jackson to George W. Bush, Taylor
Trade Publishing, 2004.

• Mark Crispin Miller, Fooled Again, Basic Books, 2005.

During our review of these documents, we learned a great deal about the type of research
that has been conducted in the past concerning voter fraud and voter intimidation. None
of the studies or reports was based on a comprehensive nationwide study, survey or
review of all allegations, prosecutions or convictions of state or federal crimes related to
voter fraud or voter intimidation in the U.S. Most reports focused on a limited number of
case studies or instances of alleged voter fraud or intimidation. For example, "Shattering
the Myth: An Initial Snapshot of Voter Disenfranchisement in the 2004 Elections," a
report produced by the People for the American Way, focused exclusively on citizen
reports of fraud or intimidation to the Election Protection program during the 2004
presidential election. Similarly, reports produced annually by the Department of Justice,
Public Integrity Division, deal exclusively with crimes reported to and prosecuted by the
United States Attorneys and/or the Department of Justice through the Pubic Integrity
Section.

It is also apparent from a review of these articles and books that there is no consensus on
the pervasiveness of voter fraud and voter intimidation. Some reports, such as `Building
Confidence in U.S. Elections," suggest that there is little or no evidence of extensive
fraud in U.S. elections or of multiple voting. This conflicts directly with other reports,
such as the "Preliminary findings of Joint Task Force Investigating Possible Election
Fraud," produced by the Milwaukee Police Department, Milwaukee County District
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Attorney's Office, FBI and U.S. Attorney's Office. That report cited evidence of more
than 100 individual instances of suspected double-voting, voting in the name of persons
who likely did not vote, and/or voting using a name believed to be fake.

Voter intimidation is also a topic of some debate. Generally, speaking there is little
agreement on what constitutes actionable voter intimidation. Some studies and reports
cover only intimidation that involves physical or financial threats, while others cover
non-criminal intimidation and even legal practices that they allege suppress the vote.

One point of agreement is that absentee voting and voter registration by third-
pactynongovernrnental group' has created gpportunities for fraud. A number of studies
cited circumstances in which voter registration drives have falsified voter registration
applications or have destroyed voter registration applications of persons affiliated with
voters of a certain political party. Others conclude that paying persons per voter
registration application creates the opportunity and perhaps the incentive for fraud.

Interviews with Experts

In addition to reviewing prior studies and reports on voter fraud and intimidation, EAC
consultants interviewed a number of persons regarding their experiences and research of
voter fraud and voter intimidation. Persons interviewed included

Wade Henderson
Executive Director,
Leadership Conference for Civil Rights

Wendy Weiser
Deputy Director,
Democracy Program, The Brennan
Center

William Groth
Attorney for the plaintiffs in the Indiana
voter identification litigation

Lori Minnite
Barnard College, Columbia University

Neil Bradley
ACLU Voting Rights Project

Nina Perales
Counsel,
Mexican American Legal Defense and
Education Fund

Pat Rogers
Attorney, New Mexico

Rebecca Vigil-Giron
Secretary of State, New Mexico

Sarah Ball Johnson
Executive Director,
State Board of Elections, Kentucky

Stephen Ansolobohere
Massachusetts Institute of Technology

Chandler Davidson
Rice University

Tracey Campbell
Author, Deliver the Vote

Douglas Webber
Assistant Attorney General, Indiana

Heather Dawn Thompson
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Director of Government Relations,
National Congress of American Indians

Jason Torchinsky
Assistant General Counsel,
American Center for Voting Rights

Robin DeJarnette
Executive Director,
American Center for Voting Rights

Harry Van Sickle
Commissioner of Elections,
Pennsylvania

Joseph Sandler
Counsel
Democratic National Committee

John Ravitz
Executive Director
New York City Board of Elections

Sharon Priest
Former Secretary of State, Arkansas

Kevin Kennedy
Executive Director
State Board of Elections, Wisconsin

Evelyn Stratton
Justice
Supreme Court of Ohio

Tony Sirvello
Executive Director
International Association of Clerks,
Recorders, Election Officials and
Treasurers

Joseph Rich
Former Director
Voting Section, Civil Rights Division
U.S. Department of Justice

Craig Donsanto
Director, Public Integrity Section
U.S. Department of Justice

John Tanner
Director
Voting Section, Civil Rights Division
U.S. Department of Justice

These interviews in large part confirmed the conclusions that were gleaned from the
articles, reports and books that were analyzed. For example, the interviewees largely
agreed that absentee balloting is subject to the greatest proportion of fraudulent acts,
followed by vote buying and voter registration fraud. They similarly pointed to voter
registration drives by third partynongovemmental groups as a source of fraud,
particularly when the workers are paid per registration. Many asserted that
impersonation of voters is probably the least frequent type of fraud, citing as reasons that
it was the most likely type of fraud to be discovered-and-that there are stiff penalties
associated with this type of fraud, and that it was an inefficient method of influencing an
election.

Interviewees differed on what they believe constitutes actionable voter intimidation. Law
enforcement and prosecutorial agencies tend to look to the criminal definitions of voter
intimidation which generally require some threat of physical or financial harm. On the
other hand, voter rights advocates tended to point to activities such as challenger laws,
voter identification laws, the location of polling places, and distribution of voting
machines as activities that can constitute voter intimidation.
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Those interviewed also expressed opinions on the enforcement of voter fraud and voter
intimidation laws. States have varying authorities to enforce these laws. In some states,
enforcement is left to the county or district attorney, and in others enforcement is
managed by the state's attorney general. Regardless, voter fraud and voter intimidation
are difficult to prove and require resources and time that local law enforcement and
prosecutorial agencies do not have. Federal law enforcement and prosecutorial agencies
have more time and resources but have limited jurisdiction. They can only prosecute
election crimes related to elections with a federal candidate on the ballot and those
committed by a public official under color of law.' 	 . Those
interviewed differed on the effectiveness of the current system of enforcement_; Some
including those that allege that prosecutions are not sufficiently aggressive. Others-and
these that feel that the current laws are sufficient for prosecuting fraud and intimidation.

A summary of the each of the interviews conducted is attached as Appendix"".

Case Law and Statutes

Consultants reviewed over 40,000 cases that were identified using a series of search
terms related to voter fraud and voter intimidation. The majority of these cases came
from appeal courts. This is not a surprising situation, since most cases that are publicly
reported come from courts of appeal. Very few cases that are decided at the district court
level are reported for public review.

Very few of the identified cases were applicable to this study. Of those that were
applicable, no apparent thematic pattern emerged. However, it did seem that the greatest
number of cases reported on fraud and intimidation have shifted from past patterns of
stealing votes to present problems with voter registration, voter identification, the proper
delivery and counting of absentee and overseas ballots, provisional voting, vote buying
and challenges to felon eligibility.

A listing of the cases reviewed in this study is attached as Appendix"".

Media Reports

EAC consultants reviewed thousands of media reports concerning a wide variety of
potential voter fraud or voter intimidation, including:

• absentee ballot fraud,
• voter registration fraud,
• voter intimidation and suppression,
• deceased voters,
• multiple voting,
• felons voting,
• non-citizens voting,
• vote buying,
• deceptive practices, and
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• fraud by election officials.

While these reports showed that there were a large number of allegations of voter fraud
and voter intimidation, they provided much less information as to whether the allegations
were ever formalized as complaints to law enforcement, whether charges were filed,
whether prosecutions ensued, and whether any convictions were made. The media
reports were enlightening as to the pervasiveness of complaints of fraud and intimidation
throughout the country, the correlation between fraud allegations and the perception that
the state was a "battleground" or "swing" state, and the fact that there were reports of
almost all types of voter fraud and voter intimidation. However, these reports do not
provide much data for analysis as to the number of complaints, charge and prosecutions
of voter fraud and intimidation throughout the country.

DEFINITION OF ELECTION CRIMES .

From our study of available information on voter fraud and voter intimidation, we have
learned that these terms mean many things to many different people. These terms are
used casually to refer to anything from vote buying to refusing to register a voter to
falsifying voter registration applications. Upon further inspection, however, it is
apparent that there is no common understanding of what is and what is not "voter fraud"
and "voter intimidation." Some think of voter fraud and voter intimidation only as
criminal acts, while others include actions that may constitute civil wrongs, civil rights
violations, and even legal and appropriate activities. In order to come up with a common
definition and list of activities that can be studied, EAC assessed the appropriateness of
the terminology that is currently in use and applied certain factors to limit the scope and
reach of what can and will be studied by EAC in the future.

New Terminology

The phrase "voter fraud" is really a misnomer for a concept that is much broader. "Fraud"
is a concept that connotes an intentional act of deception, which may constitute either a
criminal act or civil tort depending upon the willfulness of the act.

Fraud, n. 1. A knowing misrepresentation of the truth or concealment of a
material fact to induce another to act to his or her detriment. • Fraud is 1usi j a	 comment (M4] .sic? or is iuis

tort, but in some cases (esp. when the conduct is willful) it.may be a crime. 	 __

Black's Law Dictionary, Eighth Edition, p. 685.

A "voter" is a person who is eligible to and engages in the act of voting. Black's Law
Dictionary, Eighth Edition, p. 1608. Using these terms to form a definition of "voter
fraud," it means fraudulent or deceptive acts committed by the voter or in which the voter
is the victim. Thus, a voter who intentionally provides false information on a voter
registration application or intentionally impersonates another registered voter and
attempts to vote for that person would be committing "voter fraud." Similarly, a person
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who knowingly provides false information to a voter about the location of the voter's
polling place commits fraud on the voter.

The phrase "voter fraud" does not capture a myriad of other criminal acts that are related
to elections which are not perpetrated by the voter and/or do not involve an act of
deception. For example, "voter fraud" does not capture actions or willful inaction by
candidates and election workers. When an election official willfully and knowingly
refuses to register to vote an otherwise legally eligible person it is a crime. This is a
crime that involves neither the voter nor an act of deception.

To further complicate matters, the phrases "voter fraud" and "voter intimidation" are
used to refer to actions or inactions that are criminal as well as those that are potentially
civil wrongs and even those that are legal. Obviously, criminal acts and civil wrongs are
pursued in a very different manner. Criminal acts are prosecuted by the local, state or
federal government. Generally, civil wrongs are prosecuted by the individual who
believes that they were harmed. In some cases, when civil rights are involved, the civil
division of the Department of Justice may become involved.

The goal of this study was to develop a common definition of what is generically referred
to as "voter fraud" and "voter intimidation" that would serve as the basis of-for a future,
comprehensive study of the existence of these problems. In order to meet that goal, we
recognize that the current terminology does not accurately represent the spectrum of
activities that we desire to study. Furthermore, we recognize that the resources, both
financial and human capital, needed to study allegations and prosecutions of criminal
acts, suits involving civil torts, and allegations of potential voter suppression through the
use legal election processes are well beyond the resources available to EAC. As such,
EAC has defined "election crimes," a phrase that captures all crimes related to the voter
registration and voting processes.

What is an Election Crime for Purposes of this IStudy-

Election crimes are intentional acts or willful failures to act, prohibited by state or federal
law, that are designed to cause ineligible persons to participate in the election process,
eligible persons to be excluded from the election process, ineligible votes to be cast in an
election, eligible votes not to be cast or counted, or other interference with or invalidation
of election results. Election crimes generally fall into one of four categories: acts of
deception;; acts of coercion;; acts of damage or destruction,; and failures or refusals to
act.

Generally speaking, election crimes can be committed by voters, candidates, election
officials, or any other members of the public that desire to criminally impact the result of
an election. However, crimes that are based upon knowing or willful failure to act
assume that a duty to act exists. Election officials have affirmative duties to act with
regard to elections. By and large, other groups and individuals do not have such duties.

10
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The victim of an election crime can be a voter, a group of voters, or the public, in general.
Election crimes can occur during any stage of the election process, including but not
limited to qualification of candidates; voter registration; campaigning; voting system
preparation and programming; voting either early, absentee, or election day; vote
tabulation; recounts; and recalls.

The following are examples of activities that may constitute election crimes. This list is
not intended to be exhaustive, but is representative of what states aril-or the federal
government consider criminal activity related to elections.

Acts ofDeception

o Knowingly causing to be mailed or distributed, or knowingly mailing or
distributing, literature that includes false information about the voter's precinct or
polling place, regarding the date and time of the election or regarding a candidate;

o Possessing an official ballot outside the voting location, unless the person is an
election official or other person authorized by law or local ordinance possess a
ballot outside of the polling location;

o Making, or knowingly possessing, a counterfeit of an official election ballot;
o Signing a name other than his/her own to a petition proposing an initiative,

referendum, recall, or nomination of a candidate for office;
o Knowingly signing more than once for the proposition, question, or candidate at

one election;
o Signing a petition proposing an initiative or referendum when the signer is not a

qualified voter.
o Voting or attempting to vote in the name of another person;
o Voting or attempting to vote more than once at the same election;
o Intentionally making a false affidavit, swearing falsely, or falsely affirming under

an oath required by a statute regarding their voting status, including when
registering to vote, requesting an absentee ballot or presenting to vote in person;

o Registering to vote without being entitled to register;
o Knowingly making a material false statement on an application for voter

registration or re-registration; and
o Voting or attempting to vote in an election after being disqualified or when the

person knows that he/she is not eligible to vote.

Acts of Coercion

o Using, threatening to use, or causing to be used force, coercion, violence,
restraint, or inflicting, threatening to inflict, or causing to be inflicted damage
harm, or loss, upon or against another person to induce or compel that person to
vote or refrain from voting or to register or refrain from registering to vote;

o Knowingly paying, offering to pay, or causing to be paid money or other valuable
thing to a person to vote or refrain from voting for a candidate or for or against an
election proposition or question;
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o Knowingly soliciting or encouraging a person who is not qualified to vote in an
election;

o Knowingly challenging a person's right to vote without probable cause or on
fraudulent grounds, or engaging in mass, indiscriminate, and groundless
challenging of voters solely for the purpose of preventing voter from voting or
delay the process of voting;

o As an employer, attempting by coercion, intimidation, threats to discharge or to
lessen the remuneration of an employee, to influence his vote in any election, or
who requires or demands an examination or inspection by himself or another of
an employee's ballot;

o Soliciting, accepting, or agreeing to accept money or other valuable thing in
exchange for signing or refraining from signing a petition proposing an initiative;

o Inducing or attempting to induce an election official to fail in the official's duty
by force, threat, intimidation, or offers of reward;

o Directly or through any other person advancing, paying, soliciting, or receiving or
causing to be advanced, paid, solicited, or received, any money or other valuable
consideration to or for the use of any person in order to induce a person not to
become or to withdraw as a candidate for public office; and

o Soliciting, accepting, or agreeing to accept money or other valuable thing in
exchange for registering to vote.

Acts of Damage or Destruction

o Destroying completed voter registration applications that are necessary for the 	 t - -	 Formatted: Bullets and Numbering

applicants to exercise their right to vote;
o Removing or destroying any of the supplies or other conveniences placed in the

voting booths or compartments for the purpose of enabling the voter to vote his or
her ballot;

o Removing, tearing down, or defacing election materials, instructions or ballots;
o Fraudulently altering or changing the vote of any elector, by which such elector is

prevented from voting as he intended;
o Knowingly removing, altering, defacing or covering any political sign of any

candidate for public office for a prescribed period prior to and following the
election;

o Intentionally changing, attempting to change, or causing to be changed an official
election document including ballots, tallies, and returns; and

o Intentionally delaying, attempting to delay, or causing to be delayed the sending
of certificate, register, ballots, or other materials whether original or duplicate,
required to be sent by jurisdictional law.

Failure or Refusal to Act

o Intentionally failing to perform an election duty, or knowingly committing an
unauthorized act with the intent to effect the election;

o Knowingly permitting, making, or attempting to make a false count of election
returns;
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o Intentionally concealing, withholding, or destroying election returns or attempts
to do so;

o Marking a ballot by folding or physically altering the ballot so as to recognize the
ballot at a later time;

o Attempting to learn or actually and unlawfully learning how a voter marked a
ballot;

o Distributing or attempting to distribute election material knowing it to be
fraudulent;

o Knowingly refusing to register a person who is entitled to register under the rules
of that jurisdiction; and

o Knowingly refusing to allow an eligible voter to cast his/her ballot.

What is not an Election Crime for Purposes of this St dy^

There are some actions or inactions that may constitute crimes or civil wrongs that we do
not include in our definition of "election crimes." All criminal es-or civil violations
related to campaign finance contribution limitations and prohibitions, as well as reporting
either at the state or federal level are not "election crimes" for purposes of this study and
any future study conducted by EAC. The federal agency responsible for administering
federal campaign finance law and monitoring the status of state campaign finance law is
the Federal Election Commission (FEC).

Similarly, criminal acts that are unrelated to elections, voting, or voter registration are not
"election crimes," even when those offenses occur in a polling place, voter registration
office, or a candidate's office or appearance. For example, an assault or battery that
results from a fight in a polling place or at a candidate's office is not an election crime.
Similarly, violations of ethical provisions such as the Hatch Act are not "election
crimes." Last, actions that do no rise to the level of criminal activity, that is a
misdemeanor, relative felony or felony, are not "election crimes."

RECOMMENDATIONS ON HOW TO STUDY ELECTION CRIMES

As a part of its study, EAC sought recommendations on ways that EAC can study the
existence of election crimes. EAC consultants developed recommendations. In addition,
the working group and some of the persons interviewed as a part of this study provided
recommendations.

Recommendation 1: Conduct More Interviews

Future activity in this area should include conducting additional interviews. In particular,
more election officials from all levels of government, parts of the country, and oln itical
parties should be interviewed. It would also be especially beneficial to talk to people in
law enforcement, specifically federal District Election Officers ("DEOs") and local
district attorneys, as well as civil and criminal defense attorneys.

Recommendation 2: Follow Up on Media Research

13
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The media search conducted for this phase of the research was based on a list of search
terms agreed upon by EAC consultants. Thousands of articles were reviewed and
hundreds analyzed. Many of the articles contain allegations of fraud or intimidation.
Similarly, many of the articles contain information about investigations into such
activities or even charges brought. Additional media research should be conducted to
determine what, if any, resolutions or further activity there was in each case.

Recommendation 3: Follow Up on Allegations Found in Literature Review

Many of the allegations made in the reports and books that were analyzed and
summarized by EAC consultants were not substantiated and were certainly limited by the
date of publication of those pieces. Despite this, such reports and books are frequently
cited by various interested parties as evidence of fraud or intimidation. Further research
should include follow up on the allegations discovered in the literature review.

Recommendation 4: Review Complaints Filed With "MyVotel" Voter Hotline

During the 2004 election and the statewide elections of 2005, the University of
Pennsylvania led a consortium of groups and researchers in conducting the MyVotel
Project. This project involved using a 1-800 voter hotline where voters could call for poll
location, be transferred to a local hotline, or leave a recorded message with a complaint.
In 2004, this resulted in over 200,000 calls received and over 56,000 recorded
complaints.

Further research should be conducted using the MyVotel data with the cooperation of the
project leaders. While perhaps not a fully scientific survey given the self-selection of the
callers, the information regarding 200,000 complaints may provide a good deal of insight
into the problems voters experienced, especially those in the nature of intimidation or
suppression.

Recommendation 5: Further Review of Complaints Filed With U.S. Department of
Justice

Although according to a recent GAO report the Voting Section of the Civil Rights
Division of the Department of Justice has a variety in-of ways it tracks complaints of
voter intimidation. Attempts should be made to obtain relevant data, including the
telephone logs of complaints and information from the Interactive Case Management
(ICM) system. Further research should also include a review and analysis of the
DOJ/OPM observer and monitor field reports from Election Day.

Recommendation 6: Review Reports Filed By District Election Officers

Further research should include a review of the reports that must be filed by every
District Election Officer to the Public Integrity Section of the Criminal Division of the
Department of Justice. The DEOs play a central role in receiving reports of voter fraud
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and investigating and pursuing them. Their reports back to the Department would likely
provide tremendous insight into what actually transpired during the last several elections.
Where necessary, information could be redacted or made confidential.

Recommendation 7: Attend Ballot Access and Voting Integrity Symposium

Further activity in this area should include attending the next Ballot Access and Voting
Integrity Symposium. At this conference, pprosecutors serving as District Election
Officers in the 94 U.S. Attorneys' Offices obtain annual training on fighting election
fraud and voting rights abuses. These conferences are sponsored by the Voting Section of
the Civil Rights Division and the Public Integrity Section of the Criminal Division, and
feature presentations by Civil Rights officials and senior prosecutors from the Public
Integrity Section and the U.S. Attorneys' Offices. By attending the symposium
researchers could learn more about the following how District Election Officers are
trained; how information about previous election and voting issues is presented; and how
the Voting Rights Act, the criminal laws governing election fraud and intimidation, the
National Voter Registration Act, and the Help America Vote Act are described and
explained to participants

Recommendation 8: Conduct Statistical Research

EAC should measure voter fraud and intimidation using interviews, focus groups, and a
survey and statistical analysis of the results of these efforts. The sample should be based
on the following factors:

o Ten locations that are geographically and demographically diverse where
there have historically been many reports of fraud and/or intimidation;

o Ten locations (geographically and demographically diverse) that have not had
many reports of fraud and/or intimidation;

EAC should also conduct a survey of elections officials, district attorneys, and district
election officers. The survey sample should be large in order to be able to get the
necessary subsets. The sample must include a random set of counties where there have
and have not been a large number of allegations

Recommendation 9: Explore Improvements to Federal Law

Future researchers should review federal law to explore ways to make it easier to impose
either civil or criminal penalties for acts of intimidation that do not necessarily involve
racial animus and/or a physical or economic threat.

Recommendation 10: Use Observers to Collect Data on Election Day

Use observers to collect data regarding fraud and intimidation at the polls in on Election
Day. There may be some limitations to the ability to conduct this type of research,
including difficulty gaining access to polling places for the purposes of observation
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concerns regarding rding how the observers themselves may inadvertently or deliberately
influence the occurrence of election crimes.

Recommendation 11: Study Absentee Ballot Fraud

Because absentee ballot fraud constitutes a large portion of election crimes, a stand-alone
study of absentee ballot fraud should be conducted. Researchers should look at actual
cases to see how absentee ballot fraud schemes are conducted in an effort to provide
recommendations on more effective measures for preventing them.

Recommendation 12: Use Risk Analysis Methodology to Study Fraud

Conduct an analysis of what types of fraud people are most likely to commit.
Researchers can use that risk analysis to rank the types of fraud based on the ease of
commission and the impact of the fraud.

Recommendation 13: Conduct Research Using Database Comparisons

Researchers should compare information on databases to determine whether the voter
rolls contain deceased persons and felons. In addition, the voter rolls can then be
compared with the list of persons who voted to determine whether deceased voters or
felons are noted as having actually voted.

Recommendation 14: Conduct a Study of Deceptive Practices

The working group discussed the increasing use of deceptive practices, such as flyers
with false and/or intimidating information, to suppress voter participation. A number of
groups, such as the Department of Justice, the EAC, and organizations such as the
Lawyers Committee for Civil Rights, keep phone logs regarding complaints of such
practices. These logs should be reviewed and analyzed to see how such practices are
being conducted and what can be done about them.

Recommendation 15: Study Use of hAVA Administrative Complaint Procedure as
Vehicle for Measuring Fraud and Intimidation

EAC should study the extent to which states are actually utilizing the administrative
complaint procedure mandated by HAVA. In addition, the EAC should study whether
data collected through the administrative complaint procedure can be used as another
source of information for measuring fraud and intimidation.

Recommendation 16: Examine the Use of Special Election Courts

Given that many state and local judges are elected, it may be worth exploring whether
special election courts should be established to handle fraud and intimidation complaints
before, during and after Election Day. Pennsylvania employs such a system and could
investigate how well that system is working.
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Accepted Recommendations

There has never been a comprehensive national study that gathered data regarding all
claims, charges and prosecutions of voting crimes. EAC feels that a comprehensive
study is the most important research that it can offer the election community and the
public. As such, EAC has adopted all or a part of six of the 16 recommendations made by
EAC consultants and working group.

While several of the other recommendations could be used to obtain more anecdotal
information regarding election crimes, EAC believes that what is needed is a
comprehensive survey and study of the information available from investigatory
agencies, prosecutorial bodies and courts on the number and types of complaints, charges
and prosecutions of election crimes. Additional media reviews, additional interviews and
the use of observers to collect information from voters on Election Day will only serve to
continue the use of anecdotal data to report on election crimes. Hard data on complaints,
charges and prosecutions exists and we should gather and use that data, rather than rely
on the perceptions of the media or the members of the public as to what might be fraud or
intimidation.

Some of the recommendations are beyond the scope of the current study. While election
courts may be a reasonable conclusion to reach after we determine what volume and type
of election crimes are being reported, charged or prosecuted, it is premature to embark on
an analysis of that solution without more information. Last, some of the
recommendations do not support a comprehensive study of election crimes. While a risk
analysis might be appropriate in a smaller scale study, EAC desires to conduct a broader
survey to avoid the existing problem of anecdotal and limited scope of information.

In order to further its goal of developing a comprehensive data set regarding election
crimes and the laws and procedures used to identify and prosecute them, EAC intends to
engage in the following research activities in studying the existence and enforcement of
election crimes:

Survey Chief Election Officers Regarding Administrative Complaints

Likely sources of complaints concerning voting crimes are the administrative complaint
processes that states were required to establish to as-a- part-of-complying with HAVA
X02. These complaint procedures were required to be in place prior to a state receiving
any funds under HAVA. Citizens are permitted to file complaints alleging violations of
HAVA Title III provisions under these procedures with the state's chief election official
and these complaints must be resolved within 60 days. The procedures also allow for
alternative dispute resolution of claims. Some states have ex panded this process to
include complaints of other violations, such as election crimes.

In order to determine how many of these complaints allege the commission of election
crimes, EAC will survey the states' chief election officers regarding complaints that have
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identification laws and challenger provisions can be assessed based on hard data from
areas where these laws exist. Last, analyses such as the effectiveness of enforcement can
be conducted in light of the resources available to the effort.

CONCLUSION

Election crimes are nothing new to our election process. The pervasiveness of these
crimes and the fervor with which they have been enforced has created a great deal of
debate among academics, election officials, and political pundants. Past studies of these
issues have been limited in scope and some have been riddled with bias. These are
issues that deserve comprehensive and nonpartisan review. EAC through its
clearinghouse role will collect and analyze data on election crimes throughout the
country. These data not only will tell us what types of election crimes are committed and
where fraud exists, but also inform us of what factors impact the existence, prevention
and prosecution of election crimes.

19

1)07-295



DRAFT – DO NOT DISTRIBUTE

been filed, investigated and resolved since January 1, 2004. EAC will use the definition
of election crimes provided above in this report in its survey so that data regarding a
uniform set of offenses can be collected.

Survey State Election Crime Investigation Units Regarding Complaints Filed
and Referre - --- - -------------- ------------------------------------

Several chief state election officials have developed investigation units focused on
receiving, investigating and referring complaints of election crimes. These units were
established to bolster the abilities of state and local law enforcement to investigate
allegations of election crimes. California, New York and Florida are just three examples
of states that have these types of units.

EAC will use a survey instrument to gather information on the numbers and types of
complaints that have been received by, investigated and ultimately referred to local or
state law enforcement by election crime investigation units since January 1, 2004. This
data will help us understand the pervasiveness of perceived fraud, as well as the number
of claims that state election officials felt were meritorious of being referred to local and
state law enforcement or prosecutorial agencies for further action.

Survey Law Enforcement and Prosecutorial Agencies Regarding Complaints
and Charge of Voting Crun'

While voters, candidates and citizens may call national hotlines or the news media to
report allegations of election crimes, it is those complaints that are made to law
enforcement that can be investigated and ultimately prosecuted. Thus, it is critical to the
study of election crimes to obtain statistics regarding the number and types of complaints
that are made to law enforcement, how many of those complaints result in the perpetrator
being charged or indicted, and how many of those charges or indictments result in pleas
or convictions.

Thus, EAC will survey law enforcement and prosecutorial agencies at the local, state and
federal level to determine the number and types of complaints, charges or indictments,
and pleas or convictions of election crimes since January 1, 2004. In addition, EAC will
seek to obtain an understanding of why some complaints are not charged or indicted and
why some charges or indictments are not prosecuted.

Analyze Survey Data in Light of State Laws and Aocedur	 -

Once a reliable data set concerning the existence and enforcement of election crimes is
assembled, a real analysis of the effectiveness of fraud prevention measures can be
conducted. For example, data can be analyzed to determine if criminal activities related
to elections are isolated to certain areas or regions of the country. Data collected from
the election official surveys can be compared to the data regarding complaints, charges
and prosecutions gathered from the respective law enforcement and prosecutorial
agencies in each jurisdiction. The effect and/or effectiveness of provisions such as voter
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EAC REPORT ON VOTER FRAUD AND VOTER INTIMIDATION STUDY

INTRODUCTION

Voter fraud and intimidation is a phrase familiar to many voting-aged Americans. Ps I T \
However, it means different things to different people. Voter fraud and intimidation is a 	 .'-
phrase used to refer to crimes, civil rights violations, and a nnes even t e correct 	 o^
application of state or federal laws to the voting process. Past study of this topic has been
as varied as its perceived meaning. In an effort to help understand the realities of voter
fraud and voter intimidation in our elections, EAC has begun this, phase one, of a
comprehensive study on election crimes. In this phase of its examination, EAC has
developed a definition of election crimes and adopted some research methodology on
how to assess the true existence and enforcement of election crimes in this country.

PURPOSE AND METHODOLOGY OF THE EAC STUDY

Section 241 of the Help America Vote Act of 2002 (HAVA) calls on the U.S. Election
Assistance Commission (EAC) to research and study various issues related to the
administration of elections. During Fiscal Year 2006, EAC began projects to research
several of the listed topics. These topics for research were chosen in consultation with

e„$1C Standards Board and Board of Advisors. Voter fraud and voter intimidation
that EAC as well as its advisory boards felt were important to study to help

improve the administration of elections for federal office.

EAC 
Winxinidation

his study with the intention of identifying a common understanding of voter
fraud 	 and devising a plan for a comprehensive study of these issues.
This study was not intended to be a comprehensive review of existing voter fraud and
voter intimidation actions, laws, or prosecutions. That type of research is well beyond
the basic understanding that had to be established regarding what is commonly referred to
as voter fraud and voter intimidation. Once that understanding was reached, a definition	 6A
had to be crafted to refine and in some cases limit the scope of what reasonably can be fGov_
researched and studied as evidence of voter fraud and voter intimidation. That definition	 S.r
will serve as the basis for recommending a plan for a comprehensive study of the area. 	 _______

To accomplish these tasks, EAC employed two consultants, who along with EAC staff
and interns conducted the research that forms the basis of this report. Consultants were
chosen based upon their experience with the topic. In addition, consultants were chosen
to assure a bipartisan representation in this study. The consultants and EAC staff were
charged (1) to research the current state of information on the topics of voter fraud and
voter intimidation, (2) to develop a uniform definition of voter fraud and voter
intimidation, and (3) to propose recommended strategies for researching this subject.

EAC consultants reviewed existing studies, articles, reports and case law on voter fraud
and intimidation. In addition, EAC consultants conducted interviews with selected
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experts in the field. Last, EAC consultants and staff presented their study to a working
group that provided feed back. The working group participants were:

The Honorable Todd Rokita
Indiana Secretary of State
Member, EAC Standards Board and the
Executive Board of the Standards Board

Kathy Rogers
Georgia Director of Elections, Office of
the Secretary of State
Member, EAC Standards Board

J.R. Perez
Guadalupe County Elections
Administrator, Texas

Barbara Arnwine
Executive Director, Lawyers Committee
for Civil Rights under Law
Leader of Election Protection Coalition

Benjamin L. Ginsberg
Partner, Patton Boggs LLP
Counsel to national Republican
campaign committees and Republican
candidates

Robert Bauer
Chair of the Political Law Practice at the
law firm of Perkins Coie, District of
Columbia
National Counsel for Voter Protection,
Democratic National Committee

Mark (Thor) Hearne H
Partner-Member, Lathrop & Gage, St
Louis, Missouri
National Counsel to the American
Center for Voting Rights

Barry Weinberg
Former Deputy Chief and Acting Chief,
Voting Section, Civil Rights Division,
U.S. Department of Justice

Technical Advisor:
Craig Donsanto
Director, Election Crimes Branch, U.S.
Department of Justice

Throughout the process, EAC staff assisted the consultants by providing statutes and
cases on this subject as well as supervision on the direction, scope and product of this
research.

The consultants drafted a report for EAC that included their summaries of existing laws,
cases, studies and reports on voter fraud and intimidation as well as summaries of the
interviews that they conducted. The draft report also provided a definition of voter fraud
and intimidation and made certain recommendations developed by the consultants or by
the working group on how to pursue further study of this subject. This document was
vetted and edited to produce this final report.

EXISTING INFORMATION ABOUT FRAUD AND INTIMIDATION

To begin our study of voter fraud and voter intimidation, EAC consultants reviewed the
current body of information on voter fraud and intimidation. What the world knows
about these issues comes largely from a very limited body of reports, articles and books.
There are volumes of case law and statutes in the various states that also impact our
understanding of what actions or inactions are legally considered fraud or intimidation.
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Last, there is anecdotal information available through media reports and interviews with
persons who have administered elections, prosecuted fraud, and studied these problems.
All of these resources were used by EAC consultants to provide an introductory look at
the available knowledge of voter fraud and voter intimidation.

Reports and Studies of Voter Fraud and Intimidation

Over the years, there have been a number of studies conducted about the concepts
of voter fraud and voter intimidation. EAC reviewed many of these studies and reports to
develop a base-line understanding of the information that is currently available about
voter fraud and voter intimidation. EAC consultants reviewed the following articles,
reports and books, summaries of which are available in Appendix "_":

Articles and Reports

• People for the American Way and the NAACP, "The Long Shadow of Jim
Crow," December 6, 2004.

• Laughlin McDonald, "The New Poll Tax," The American Prospect vol. 13
no. 23, December 30, 2002.

• Wisconsin Legislative Audit Bureau, "An Evaluation: Voter Registration
Elections Board" Report 05-12, September, 2005.

• Milwaukee Police Department, Milwaukee County District Attorney's
Office, Federal Bureau of Investigation, United States Attorney's Office
"Preliminary Findings of Joint Task Force Investigating Possible Election
Fraud," May 10, 2005.

• National Commission on Federal Election Reform, "Building Confidence
in U.S. Elections," Center for Democracy and Election Management,
American University, September 2005.

• The Brennan Center for Justice at NYU School of Law and Spencer
Overton, Commissioner and Law Professor at George Washington
University School of Law "Response to the Report of the 2005
Commission on Federal Election Reform," September 19, 2005.

• Chandler Davidson, Tanya Dunlap, Gale Kenny, and Benjamin Wise,
"Republican Ballot Security Programs: Vote Protection or Minority Vote
Suppression – or Both?" A Report to the Center for Voting Rights &
Protection, September, 2004.

• Alec Ewald, "A Crazy Quilt of Tiny Pieces: State and Local
Administration of American Criminal Disenfranchisement Law," The
Sentencing Project, November 2005. .

3	 or 72s9



DRAFT – DO NOT DISTRIBUTE

• American Center for Voting Rights "Vote Fraud, Intimidation and
Suppression in the 2004 Presidential Election," August 2, 2005.

• The Advancement Project, "America's Modem Poll Tax: How Structural
Disenfranchisement Erodes Democracy" November 7, 2001

• The Brennan Center and Professor Michael McDonald "Analysis of the
September 15, 2005 Voter Fraud Report Submitted to the New Jersey
Attorney General," The Brennan Center for Justice at NYU School of
Law, December 2005.

• Democratic National Committee, "Democracy at Risk: The November
2004 Election in Ohio," DNC Services Corporation, 2005

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2002."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2003."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2004."

• Craig Donsanto, "The Federal Crime of Election Fraud," Public Integrity
Section, Department of Justice, prepared for Democracy.Ru, n.d., at
http://www.democracy.ru/english/library/international/eng_l 999-11.html

• People for the American Way, Election Protection 2004, Election
Protection Coalition, at
http://www.electionprotectjon2004.orgJedaynews.htm

• Craig Donsanto, "Prosecution of Electoral Fraud under United State
Federal Law," IFES Political Finance White Paper Series, IFES, 2006.

• General Accounting Office, "Elections: Views of Selected Local Election
Officials on Managing Voter Registration and Ensuring Eligible Citizens
Can Vote," Report to Congressional Requesters, September 2005.

• Lori Minnite and David Callahan, "Securing the Vote: An Analysis of
Election Fraud," Demos: A Network of Ideas and Action, 2003.
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• People for the American Way, NAACP, Lawyers Committee for Civil
Rights, "Shattering the Myth: An Initial Snapshot of Voter
Disenfranchisement in the 2004 Elections," December 2004.

Books

• John Fund, Stealing Elections: How Voter Fraud Threatens Our
Democracy, Encounter Books, 2004.

• Andrew Gumbel, Steal this Vote: Dirty Elections and the Rotten History of
Democracy in American, Nation Books, 2005.

• Tracy Campbell, Deliver the Vote: A History of Election Fraud, An
American Political Tradition –1742-2004, Carroll & Graf Publishers,
2005.

• David E. Johnson and Jonny R. Johnson, A Funny Thing Happened on the
Way to the White House: Foolhardiness, Folly, and Fraud in the
Presidential Elections, from Andrew Jackson to George W. Bush, Taylor
Trade Publishing, 2004.

• Mark Crispin Miller, Fooled Again, Basic Books, 2005.

During our review of these documents, we learned a great deal about the type of research
that has been conducted in the past concerning voter fraud and voter intimidation. None
of the studies or reports was based on a comprehensive study, survey or review of all tg^^J*
allegations, prosecutions or convictions of state or federal crimes related to voter fraud or
voter intimidation. Most reports focused on a limited number of case studies or instances
of alleged voter fraud or intimidation. For example, "Shattering the Myth: An Initial
Snapshot of Voter Disenfranchisement in the 2004 Elections," a report produced by the
People for the American Way, focused exclusively on citizen reports of fraud or
intimidation to the Election Protection program during the 2004 presidential election.
Similarly, reports produced annually by the Department of Justice, Public Integrity
Division, deal exclusively with crimes reported to and prosecuted by the United States
Attorneys and/or the Department of Justice through the Pubic Integrity Section.

It is also apparent from a review of these articles and books that there is no consensus on
the pervasiveness of voter fraud and voter intimidation. Some reports, such as "Building
Confidence in U.S. Elections," suggest that there is little or no evidence of extensive
fraud in U.S. elections or of multiple voting. This conflicts directly with other reports,
such as the "Preliminary findings of Joint Task Force Investigating Possible Election
Fraud," produced by the Milwaukee Police Department, Milwaukee County District
Attorney's Office, FBI and U.S. Attorney's Office. That report cited evidence of more
than 100 individual instances of suspected double-voting, voting in the name of persons
who likely did not vote, and/or voting using a name believed to be fake.
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Voter intimidation is also a topic of some debate. GenerallAspeaking there is little
agreement on what constitutes actionable voter intimidations. !Some studies and reports
cover only intimidation that involves physical or financial threats, while others cover
non-criminal intimidation even legal practices that they allege suppress the vote.

One point of agreement is that absentee voting and voter registration by third-party
groups create opportunities for fraud. A number of studies cited circumstances in which
voter registration drives have falsified voter registration applications or have destroyed
voter registration applications of voters of a certain party. Others conclude that paying
persons per voter registration application creates the opportunity and perhaps the
incentive for fraud.

Interviews with Experts

In addition to reviewing prior studies and reports on voter fraud and intimidation, EAC
consultants interviewed a number of persons regarding their experiences and research of
voter fraud and voter intimidation. Persons interviewed included

Wade Henderson
Executive Director,
Leadership Conference for Civil Rights

Wendy Weiser
Deputy Director,
Democracy Program, The Brennan
Center

William Groth
Attorney for the plaintiffs in the Indiana
voter identification litigation

Lori Minnite
Barnard College, Columbia University

Neil Bradley
ACLU Voting Rights Project

Nina Perales
Counsel,
Mexican American Legal Defense and
Education Fund

Pat Rogers
Attorney, New Mexico

Rebecca Vigil-Giron
Secretary of State, New Mexico

Sarah Ball Johnson
Executive Director,
State Board of Elections, Kentucky

Stephen Ansolobohere
Massachusetts Institute of Technology

Chandler Davidson
Rice University

Tracey Campbell
Author, Deliver the Vote

Douglas Webber
Assistant Attorney General, Indiana

Heather Dawn Thompson
Director of Government Relations,
National Congress of American Indians

Jason Torchinsky
Assistant General Counsel,
American Center for Voting Rights
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Robin DeJarnette
Executive Director,
American Center for Voting Rights

Harry Van Sickle
Commissioner of Elections,
Pennsylvania

Joseph Sandler
Counsel
Democratic National Committee

John Ravitz
Executive Director
New York City Board of Elections

Sharon Priest
Former Secretary of State, Arkansas

Kevin Kennedy
Executive Director
State Board of Elections, Wisconsin

Evelyn Stratton
Justice
Supreme Court of Ohio

Tony Sirvello
Executive Director
International Association of Clerks,
Recorders, Election Officials and
Treasurers

Joseph Rich
Former Director
Voting Section, Civil Rights Division
U.S. Department of Justice

Craig Donsanto
Director, Public Integrity Section
U.S. Department of Justice

John Tanner
Director
Voting Section, Civil Rights Division
U.S. Department of Justice

These interviews in large part confirmed the conclusions that were gleaned from the
articles, reports and books that were analyzed. For example, the interviewees largely
agreed that absentee balloting is subject to the greatest proportion of fraudulent acts,
followed by vote buying and voter registration fraud. They similarly pointed to voter
registration drives by third-party groups as a source of fraud, particularly when the
workers are paid per registration. Many asserted that impersonation of voters is probably
the least frequent type of fraud, citing as reasons that it was the most likely type of fraud
to be discovered and that there are stiff penalties associated with this type of fraud.

Interviewees differed on what they believe constitutes actionable voter intimidation. Law
enforcement and prosecutorial agencies tend to look to the criminal definitions of voter
intimidation which generally require some threat of physical or financial harm. On the
other hand, voter rights advocates tended to point to activities such as challenger laws,
voter identification laws, the location of polling places, and distribution of voting
machines as activities that can constitute voter intimidation.

Those interviewed also expressed opinions on the enforcement of voter fraud and voter
intimidation laws. States have varying authorities to enforce these laws. In some states,
enforcement is left to the county or district attorney, and in others enforcement is
managed by the state's attorney general. Regardless, voter fraud and voter intimidation
are difficult to prove and require resources and time that local law enforcement and
prosecutorial agencies do not have. Federal law enforcement and prosecutorial agencies
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have more time and resources but have limited jurisdiction. They can only prosecute
crimes related to elections involving federal candidates. Those interviewed differed on
the effectiveness of the current system of enforcement, including those that allege that
prosecutions are not sufficiently aggressive and those that feel that the current laws are
sufficient for prosecuting fraud and intimidation.

A summary of the each of the interviews conducted is attached as Appendix"".

Case Law and Statutes

Consultants reviewed over 40,000 cases that were identified using a series of search
terms relate to oter fraud and voter intimidation. The majority of these cases came
fror{t°a 	 This is not a surprising situation, since most cases that are publicly
reported come from courts of appeal. Very few cases that are decided at the district court
level are reported for public review.

Very few of the identified cases were applicable to this study. Of those that were
applicable, no apparent thematic pattern emerged. However, it did seem that the greatest
number of cases reported on fraud and intimidation have shifted from past patterns of
stealing votes to present problems with voter registration, voter identification, the proper
delivery and counting of absentee and overseas ballots, provisional voting, vote buying
and challenges to felon eligibility.

A listing of the cases reviewed in this study is attached as Appendix"".

Media Reports

EAC consultants reviewed thousands of media reports concerning a wide variety of
potential voter fraud or voter intimidation, including:

• absentee ballot fraud,
• voter registration fraud,
• voter intimidation and suppression,
• deceased voters,
• multiple voting,
• felons voting,
• non-citizens voting,
• vote buying,
• deceptive practices, and
• fraud by election officials.

While these reports showed that there were a large number of allegations of voter fraud
and voter intimidation, they provided much less information as to whether the allegations
were ever formalized as complaints to law enforcement, whether charges were filed,
whether prosecutions ensued, and whether any convictions were made. The media
reports were enlightening as to the pervasiveness of complaints of fraud and intimidation
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throughout the country, the correlation between fraud allegations and the perception that
the state was a "battleground" or "swing" state, and the fact that there were reports of
almost all types of voter fraud and voter intimidation. However, these reports do not
provide much data for analysis as to the number of complaints, charge and prosecutions
of voter fraud and intimidation throughout the country.

DEFINITION OF ELECTION CRIMES

From our study of available information on voter fraud and voter intimidation, we have
learned that these terms mean many things to many different people. These terms are
used casually to refer to anything from vote buying to refusing to register a voter to
falsifying voter registration applications. Upon further inspection, however, it is
apparent that there is no common understanding of what is and what is not "voter fraud"
and "voter intimidation." Some think of voter fraud and voter intimidation only as
criminal acts, while others include actions that may constitute civil wrongs, civil rights
violations, and even legal and appropriate activities. In order to come up with a common
definition and list of activities that can be studied, EAC assessed the appropriateness of
the terminology that is currently in use and applied certain factors to limit the scope and
reach of what can and will be studied by EAC in the future.

New Terminology

The phrase "voter fraud" is really a misnomer for a concept that is much broader. "Fraud"
is a concept that connotes an intentional act of deception, which may constitute either a
criminal act or civil tort depending upon the willfulness of the act.

Fraud, n. 1. A knowing misrepresentation of the truth or concealment of a
material fact to induce another to act to his or her detriment. • Fraud is usu. a
tort, but in some cases (esp. when the conduct is willful) it maybe a crime.

Black's Law Dictionary, Eighth Edition, p. 685.

A "voter" is a person who is eligible to and engages in the act of voting. Black's Law
Dictionary, Eighth Edition, p. 1608. Using these terms to form a definition of "voter
fraud," it means fraudulent or deceptive acts committed by the voter or in which the voter
is the victim. Thus, a voter who intentionally provides false information on a voter
registration application or intentionally impersonates another registered voter and
attempts to vote for that person would be committing "voter fraud." Similarly, a person
who knowingly provides false information to a voter about the location of the voter's
polling place commits fraud on the voter.

The phrase "voter fraud" does not capture a myriad of other criminal acts that are related
to elections which are not perpetrated by the voter and/or do not involve an act of
deception. For example, "voter fraud" does not capture actions or willful inaction by
candidates and election workers. When an election official willfully and knowingly
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refuses to register to vote an of 	 ise legally eligible person it is a crime. This is a
crime that involves neither th voter or an act of deception.

-7 CSa 	 I T t,Jvo l ve. c^ qrk) ?

To further complicate matters, the phrases `voter fraud" and "voter intimidation" are
used to refer to actions or inactions that are criminal as well as those that are potentially
civil wrongs and even those that are legal. Obviously, criminal acts and civil wrongs are
pursued in a very different manner. Criminal acts are prosecuted by the local, state or
federal government. Generally, civil wrongs are prosecuted by the individual who
believes that they were harmed. In some cases, when civil rights are involved, the civil
division of the Department of Justice may become involved.

The goal of this study was to develop a common definition of what is generically referred
to as "voter fraud" and "voter intimidation" that would serve as the basis of a future,
comprehensive study of the existence of these problems. In order to meet that goal, we
recognize that the current terminology does not accurately represent the spectrum of
activities that we desire to study. Furthermore, we recognize that the resources, both
financial and human capital, needed to study allegations and prosecutions of criminal
acts, suits involving civil torts, and allegations of potential voter suppression through the
use legal election processes are well beyond the resources available to EAC. As such,
EAC has defined "election crimes," a phrase that captures all crimes related to the voter
registration and voting processes.

What is an Election Crime for Purposes of this Study

Election crimes are intentional acts or willful failures to act, prohibited by state or federal
law, that are designed to cause ineligible persons to participate in the election process,
eligible persons to be excluded from the election process, ineligible votes to be cast in an
election, eligible votes not to be cast or counted, or other interference with or invalidation
of election results. Election crimes generally fall into one of four categories: acts of
deception, acts of coercion, acts of damage or destruction, and failures or refusals tort.

Generally speaking, election crimes can be committed by voters, candidates, election
officials, or any other members of the public that desire to criminally impact the result of
an election. However, crimes that are based upon knowing or willful failure to act
assume that a duty to act exists. Election officials have affirmative duties to act with
regard to elections. By and large, other groups and individuals do not have such duties.

The victim of an election crime can be a voter, a group of voters, or the public, in general.
Election crimes can occur during any stage of the election process, including but not
limited to qualification of candidates; voter registration; campaigning; voting system
preparation and programming; voting either early, absentee, or election day; vote
tabulation; recounts; and recalls.

The following are examples of activities that may constitute election crimes. This list is
not intended to be exhaustive, but is representative of what states and the federal
government consider criminal activity related to elections.
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Acts of Deception

o Knowingly causing to be mailed or distributed, or knowingly mailing or
distributing, literature that includes false information about the voter's precinct or
polling place, regarding the date and time of the election or regarding a candidate;

o Possessing an official ballot outside the voting location, unless the person is an
election official or other person authorized by law or local ordinance possess a
ballot outside of the polling location;

o Making, or knowingly possessing, a counterfeit of an official election ballot;
o Signing a name other than his/her own to a petition proposing an initiative,

referendum, recall, or nomination of a candidate for office;
o Knowingly signing more than once for the proposition, question, or candidate at

one election;
o Signing a petition proposing an initiative or referendum when the signer is not a

qualified voter.
o Voting or attempting to vote in the name of another person;
o Voting or attempting to vote more than once at the same election;
o Intentionally making a false affidavit, swearing falsely, or falsely affirming under

an oath required by a statute regarding their voting status, including when
registering to vote, requesting an absentee ballot or presenting to vote in person;

o Registering to vote without being entitled to register;
o Knowingly making a material false statement on an application for voter

registration or re-registration; and
o Voting or attempting to vote in an election after being disqualified or when the

person knows that he/she is not eligible to vote.

Acts of Coercion

o Using, threatening to use, or causing to be used force, coercion, violence,
restraint, or inflicting, threatening to inflict, or causing to be inflicted damage
harm, or loss, upon or against another person to induce or compel that person to
vote or refrain from voting or to register or refrain from registering to vote;

o Knowingly paying, offering to pay, or causing to be paid money or other valuable
thing to a person to vote or refrain from voting for a candidate or for or against an
election proposition or question;

o Knowingly soliciting or encouraging a person who is not qualified to vote in an
election;

o Knowingly challenging a person's right to vote without probable cause or on
fraudulent grounds, or engaging in mass, indiscriminate, and groundless
challenging of voters solely for the purpose of preventing voter from voting or
delay the process of voting;

o As an employer, attempting by coercion, intimidation, threats to discharge or to
lessen the remuneration of an employee, to influence his vote in any election, or
who requires or demands an examination or inspection by himself or another of
an employee's ballot;
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o Soliciting, accepting, or agreeing to accept money or other valuable thing in
exchange for signing or refraining from signing a petition proposing an initiative;

o Inducing or attempting to induce an election official to fail in the official's duty
by force, threat, intimidation, or offers of reward;

o Directly or through any other person advancing, paying, soliciting, or receiving or
causing to be advanced, paid, solicited, or received, any money or other valuable
consideration to or for the use of any person in order to induce a person not to
become or to withdraw as a candidate for public office; and

o Soliciting, accepting, or agreeing to accept money or other valuable thing in
exchange for registering to vote.

Acts of Damage or Destruction

o Removing or destroying any of the supplies or other conveniences placed in the
voting booths or compartments for the purpose of enabling the voter to vote his or
her ballot;

o Removing, tearing down, or defacing election materials, instructions or ballots;
o Fraudulently altering or changing the vote of any elector, by which such elector is

prevented from voting as he intended;
o Knowingly removing, altering, defacing or covering any political sign of any

candidate for public office for a prescribed period prior to and following the
election;

o Intentionally changing, attempting to change, or causing to be changed an official
election document including ballots, tallies, and returns; and

o Intentionally delaying, attempting to delay, or causing to be delayed the sending
of certificate, register, ballots, or other materials whether original or duplicate,
required to be sent by jurisdictional law.

Failure or Refusal to Act

o Intentionally failing to perform an election duty, or knowingly committing an
unauthorized act with the intent to effect the election;

o Knowingly permitting, making, or attempting to make a false count of election
returns;

o Intentionally concealing, withholding, or destroying election returns or attempts
to do so;

o Marking a ballot by folding or physically altering the ballot so as to recognize the
ballot at a later time;

o Attempting to learn or actually and unlawfully learning how a voter marked a
ballot;

o Distributing or attempting to distribute election material knowing it to be
fraudulent;

o Knowingly refusing to register a person who is entitled to register under the rules
of that jurisdiction; and

o Knowingly refusing to allow an eligible voter to cast his/her ballot.
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What is not an Election Crime for Purposes of this Study

There are some actions or inactions that may constitute crimes or civil wrongs that we do
not include in our definition of "election crimes." All crimes or civil violations related to
campaign finance reporting either at the state or federal level are not "election crimes" for
purposes of this study and any future study conducted by EAC. Similarly, criminal acts
that are unrelated to elections, voting, or voter registration are not "election crimes," even
when those offenses occur in a polling place, voter registration office, or a candidate's
office or appearance. For example, an assault or battery that results from a fight in a
polling place or at a candidate's office is not an election crime. Similarly, violations of
ethical provisions such as the Hatch Act are not "election crimes." Last, actions that do
no rise to the level of criminal activity, that is a misdemeanor, relative felony or felony,
are not "election crimes."

RECOMMENDATIONS ON HOW TO STUDY ELECTION CRIMES

As a part of its study, EAC sought recommendations on ways that EAC can study the
existence of election crimes. EAC consultants
the working group, and some of the persons interviewed as a part of this study provided
recommendations.

Recommendation 1: Conduct More Interviews

Future activity in this area should include conducting additional interviews. In particular,
more election officials from all levels of government, parts of the country, and parties
should be interviewed. It would also be especially beneficial to talk to people in law
enforcement, specifically federal District Election Officers ("DEOs") and local district
attorneys, as well as civil and criminal defense attorneys.

Recommendation 2: Follow Up on Media Research

The media search conducted for this phase of the research was based on a list of search
terms agreed upon by EAC consultants. Thousands of articles were reviewed and
hundreds analyzed. Many of the articles contain allegations of fraud or intimidation.
Similarly, many of the articles contain information about investigations into such
activities or even charges brought. Additional media research should be conducted to
determine what, if any, resolutions or further activity there was in each case.

Recommendation 3: Follow Up on Allegations Found in Literature Review

Many of the allegations made in the reports and books that were analyzed and
summarized by EAC consultants were not substantiated and were certainly limited by the
date of publication of those pieces. Despite this, such reports and books are frequently
cited by various interested parties as evidence of fraud or intimidation. Further research
should include follow up on the allegations discovered in the literature review.
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Recommendation 4: Review Complaints Filed With "MyVotel" Voter Hotline

During the 2004 election and the statewide elections of 2005, the University of
Pennsylvania led a consortium of groups and researchers in conducting the MyVotel
Project. This project involved using a 1-800 voter hotline where voters could call for poll
location, be transferred to a local hotline, or leave a recorded message with a complaint.
In 2004, this resulted in over 200,000 calls received and over 56,000 recorded
complaints.

Further research should be conducted using the MyVotel data with the cooperation of the
project leaders. While perhaps not a fully scientific survey given the self-selection of the
callers, the information regarding 200,000 complaints may provide a good deal of insight
into the problems voters experienced, especially those in the nature of intimidation or
suppression.

Recommendation 5: Further Review of Complaints Filed With U.S.' Department of
Justice

Although according to a recent GAO report the Voting Section of the Civil Rights
Division of the Department of Justice has a variety in ways it tracks complaints of voter
intimidation. Attempts should be made to obtain relevant data, including the telephone
logs of complaints and information from the Interactive Case Management (ICM) system.
Further research should also include a review and analysis of the DOJ/OPM observer and
monitor field reports from Election Day.

Recommendation 6: Review Reports Filed By District Election Officers

Further research should include a review of the reports that must be filed by every
District Election Officer to the Public Integrity Section of the Criminal Division of the
Department of Justice. The DEOs play a central role in receiving reports of voter fraud
and investigating and pursuing them. Their reports back to the Department would likely
provide tremendous insight into what actually transpired during the last several elections.
Where necessary, information could be redacted or made confidential.

Recommendation 7: Attend Ballot Access and Voting Integrity Symposium

Further activity in this area should include attending the next Ballot Access and Voting
Integrity Symposium. At this conference, pprosecutors serving as District Election
Officers in the 94 U.S. Attorneys' Offices obtain annual training on fighting election
fraud and voting rights abuses. These conferences are sponsored by the Voting Section of
the Civil Rights Division and the Public Integrity Section of the Criminal Division, and
feature presentations by Civil Rights officials and senior prosecutors from the Public
Integrity Section and the U.S. Attorneys' Offices. By attending the symposium
researchers could learn more about the following how District Election Officers are
trained; how information about previous election and voting issues is presented; and how
the Voting Rights Act, the criminal laws governing election fraud and intimidation, the
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National Voter Registration Act, and the Help America Vote Act are described and
explained to participants

Recommendation 8: Conduct Statistical Research

EAC should measure voter fraud and intimidation using interviews, focus groups, and a
survey and statistical analysis of the results of these efforts. The sample should be based
on the following factors:

o Ten locations that are geographically and demographically diverse where
there have historically been many reports of fraud and/or intimidation;

o Ten locations (geographically and demographically diverse) that have not had
many reports of fraud and/or intimidation;

EAC should also conduct a survey of elections officials, district attorneys, and district
election officers. The survey sample should be large in order to be able to get the
necessary subsets. The sample must include a random set of counties where there have
and have not been a large number of allegations

Recommendation 9: Explore Improvements to Federal Law

Future researchers should review federal law to explore ways to make it easier to impose
either civil or criminal penalties for acts of intimidation that do not necessarily involve
racial animus and/or a physical or economic threat.

Recommendation 10: Use Observers to Collect Data on Election Day

Use observers to collect data regarding fraud and intimidation at the polls in on Election
Day. There may be some limitations to the ability to conduct this type of research,
including difficulty gaining access to polling places for the purposes of observation.

Recommendation 11: Study Absentee Ballot Fraud

Because absentee ballot fraud constitutes a large portion of election crimes, a stand-alone
study of absentee ballot fraud should be conducted. Researchers should look at actual
cases to see how absentee ballot fraud schemes are conducted in an effort to provide
recommendations on more effective measures for preventing them.

Recommendation 12: Use Risk Analysis Methodology to Study Fraud

Conduct an analysis of what types of fraud people are most likely to commit.
Researchers can use that risk analysis to rank the types of fraud based on the ease of
commission and the impact of the fraud.

Recommendation 13: Conduct Research Using Database Comparisons
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Researchers should compare information on databases to determine whether the voter
rolls contain deceased persons and felons. In addition, the voter rolls can then be
compared with the list of persons who voted to determine whether deceased voters or
felons actually voted.
Recommendation 14: Conduct a Study of Deceptive Practices

The working group discussed the increasing use of deceptive practices, such as flyers
with false and/or intimidating information, to suppress voter participation. A number of
groups, such as the Department of Justice, the EAC, and organizations such as the
Lawyers Committee for Civil Rights, keep phone logs regarding complaints of such
practices. These logs should be reviewed and analyzed to see how such practices are
being conducted and what can be done about them.

Recommendation 15: Study Use of HA VA Administrative Complaint Procedure as
Vehicle for Measuring Fraud and Intimidation

EAC should study the extent to which states are actually utilizing the administrative
complaint procedure mandated by HAVA. In addition, the EAC should study whether
data collected through the administrative complaint procedure can be used as another
source of information for measuring fraud and intimidation.

Recommendation 16: Examine the Use of Special Election Courts

Given that many state and local judges are elected, it may be worth exploring whether
special election courts should be established to handle fraud and intimidation complaints
before, during and after Election Day. Pennsylvania employs such a system and could
investigate how well that system is working.

Accepted Recommendations

There has never been a comprehensive study that gathered data regarding all claims,
charges and prosecutions of voting crimes. EAC feels that a comprehensive study is the
most important research that it can offer the election community and the public. As such,
EAC has adopted all or a part of six of the 16 recommendations made by EAC
consultants and working group.

While several of the other recommendations could be used to obtain more anecdotal
information regarding election crimes, EAC believes that what is needed is a
comprehensive survey and study of the information available from investigatory
agencies, prosecutorial bodies and courts on the number and types of complaints, charges
and prosecutions of election crimes. Additional media reviews, additional interviews and
the use of observers to collect information from voters on Election Day will only serve to
continue the use of anecdotal data to report on election crimes. Hard data on complaints,
charges and prosecutions exists and we should gather and use that data, rather than rely
on the perceptions of the media or the members of the public as to what might be fraud or
intimidation.
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Some of the recommendations are beyond the scope of the current study. While election
courts may be a reasonable conclusion to reach after we determine what volume and type
of election crimes are being reported, charged or prosecuted, it is premature to embark on
an analysis of that solution without more information. Last, some of the
recommendations do not support a comprehensive study of election crimes. While a risk
analysis might be appropriate in a smaller scale study, EAC desires to conduct a broader
survey to avoid the existing problem of anecdotal and limited scope of information.

In order to further its goal of developing a comprehensive data set regarding election
crimes, EAC intends to engage in the following research activities in studying the
existence and enforcement of election crimes:

Survey Chief Election Officers Regarding Administrative Complaints

Likely sources of complaints concerning voting crimes are the administrative complaint
processes that states were required to establish as a part of complying with HAVA.
Those complaint procedures were required to be in place prior to a state receiving any
funds under HAVA. Citizens are permitted to file complaints under those procedures
with the state's chief election official and those complaints must be resolved within 60
days. The procedures also allow for alternative dispute resolution of claims.

In order to determine how many of these complaints allege the commission of election
crimes, EAC will survey the states' chief election officers regarding complaints that have
been filed, investigated and resolved since January 1, 2004. EAC will use the definition
of election crimes provided above in this report in its survey so that data regarding a
uniform set of offenses can be collected.

Survey State Election Crime Investigation Units Regarding Complaints Filed
and Referred

Several chief state election officials have developed investigation units focused on
receiving, investigating and referring complaints of election crimes. These units were
established to bolster the abilities of state and local law enforcement to investigate
allegations of election crimes. California, New York and Florida are just three examples
of states that have these types of units.

EAC will use a survey instrument to gather information on the numbers and types of
complaints that have been received by, investigated and ultimately referred to local or
state law enforcement by election crime investigation units since January 1, 2004. This
data will help us understand the pervasiveness of perceived fraud, as well as the number
of claims that state election officials felt were meritorious of being referred to local and
state law enforcement or prosecutorial agencies for further action.

Survey Law Enforcement and Prosecutorial Agencies Regarding Complaints
and Charge of Voting Crimes
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While voters, candidates and citizens may call national hotlines or the news media to
report allegations of election crimes, it is those complaints that are made to law
enforcement that can be investigated and ultimately prosecuted. Thus, it is critical to the
study of election crimes to obtain statistics regarding the number and types of complaints
that are made to law enforcement, how many of those complaints result in the perpetrator
being charged or indicted, and how many of those charges or indictments result in pleas
or convictions.

Thus, EAC will survey law enforcement and prosecutorial agencies at the local, state and
federal level to determine the number and types of complaints, charges or indictments,
and pleas or convictions of election crimes since January 1, 2004. In addition, EAC will
seek to obtain an understanding of why some complaints are not charged or indicted and
why some charges or indictments are not prosecuted.

Analyze Survey Data in Light of State Laws and Procedures

Once a reliable data set concerning the existence and enforcement of election crimes is
assembled, a real analysis of the effectiveness of fraud prevention measures can be
conducted. For example, data can be analyzed to determine if criminal activities related
to elections are isolated to certain areas or regions of the country. Data collected from
the election official surveys can be compared to the data regarding complaints, charges
and prosecutions gathered from the respective law enforcement and prosecutorial
agencies in each jurisdiction. The effect and/or effectiveness of provisions such as voter
identification laws and challenger provisions can be assessed based on hard data from
areas where these laws exist. Last, analyses such as the effectiveness of enforcement can
be conducted in light of the resources available to the effort.

CONCLUSION

Election crimes are nothing new to our election process. The pervasiveness of these
crimes and the fervor with which they have been enforced has created a great deal of
debate among academics, election officials, and political pundants. Past studies of these
issues have been limited in scope and some have been riddled with bias. These are
issues that deserve comprehensive and nonpartisan review. EAC through its
clearinghouse role will collect and analyze data on election crimes throughout the
country. T e data not only will tell us what types of election crimes are committed and
where fraud exists, but also inform us of what factors impact the existence, prevention
and prosecution of election crimes.
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EAC REPORT ON VOTER FRAUD AND VOTER INTIMIDATION STUDY

INTRODUCTION

Voter fraud and intimidation is a phrase familiar to many voting-aged Americans.
However, it means different things to different people. Voter fraud and intimidation is a
phrase used to refer to crimes, civil rights violations, and at times even the correctM,
application of state or federal laws to the voting process. Past study of this topics been
as varied as its perceived meaning. n an effort to help understan 	 a realities of voter
fraud and voter intimidation in our elections, EAC has be 	 this ase	 of
com rehensive study on election crimes. In this phase of its examination, EAC has
developed a e coition of election crimes and adopted some research methodology on
how to assess the true existence and enforcement of election crimes in this country.

PURPOSE AND METHODOLOGY OF THE EAC STUDY

Section 241 of the Help America Vote Act of 2002 (HAVA) calls on the U.S. Election
Assistance Commission (EAC) to research and study various issues related to the
administration of elections. During Fiscal Year 2006, EAC began projects to research
several of the listed topics. These topics for research were chosen in consultation with
the EAC Standards Board and Board of Advisors. Voter fraud and voter intimidation
was a topic that EAC as well as its advisory boards felt were important to study to help
improve the administration of elections for federal office.

EAC began this study with the intention of identifying a common understanding of voter
fraud and intimidation and devising a plan for a comprehensive study of these issues.
This study was not intended to be a comprehensive review of existing voter fraud and
voter intimidation actions, laws, or prosecutions. That type of research is well beyond
the basic understanding that had to be established regarding what is commonly referred to
as voter fraud and voter intimidation. Once that understanding was reached, a definition
had to be crafted to refine^and in some cases limit^the scope of what reasoncan be
researched and studied as evidence of voter fraud and voter intimidation. That definition
will serve as the basis for recommending a plan for a comprehensive study of the area.

To accomplish these tasks, EAC employed two consultants, who along with EAC staff
and interns conducted the research that forms the basis of this report. Consultants were
chosen based upon their experience with the topic. In addition, consultants were chosen
to assure a bipartisan representation in this study. The consultants and EAC staff were
charged (1) to research the current state of information on the topics of voter fraud and
voter intimidation, (2) to develop a uniform definition of voter fraud and voter
intimidation, and (3) to propose recommended strategies for researching this subject.

EAC consultants reviewed existing studies, articles, reports and case law on voter fraud
and intimidation. In addition, EAC consultants conducted interviews with selected
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experts in the field. Last, EAC consultants and staff presented their study to a working
group that provided feed back. The working group participants were:

The Honorable Todd Rokita
Indiana Secretary of State
Member, EAC Standards Board and the
Executive Board of the Standards Board

Kathy Rogers
Georgia Director of Elections, Office of
the Secretary of State
Member, EAC Standards Board

J.R. Perez
Guadalupe County Elections
Administrator, Texas

Barbara Arnwine
Executive Director, Lawyers Committee
for Civil Rights under Law
Leader of Election Protection Coalition

Benjamin L. Ginsberg
Partner, Patton Boggs LLP
Counsel to national Republican
campaign committees and Republican
candidates

Robert Baue
 of the Political Law Practice at the

law firm of Perkins Coie, District of	 4.. 'LL.

Columbia
National Counsel for Voter Protection,
Democratic National Committee

Mark (Thor) Hearne II
Partner-Member, Lathrop & Gage, St
Louis, Missouri
National Counsel to the American
Center for Voting Rights

Barry Weinberg
Former Deputy Chief and Acting Chief,
Voting Section, Civil Rights Division,
U.S. Department of Justice

Technical Advisor:
Craig Donsanto
Director, Election Crimes Branch, U.S
Department of Justice
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t
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Throughout the process, EAC staff assisted the consultants by providing statutes . and
cases on this subject as well as supervision on the direction, scope^and product of this
research.

The consultants drafted a report for EAC that included their summaries of existing laws,
cases, studies and reports on voter fraud and intimidation as well as summaries of the
interviews that they conducted. The draft report also provided a definition of voter fraud
and intimidation and made certain recommendations developed by the consultants or by
the working group on how to pursue further study of this subject. This document was
-ettethmd edited to produce this final report.

EXISTING INFORMATION ABOUT FRAUD AND INTIMIDATION

To begin our study of voter fraud and voter intimidation, EAC consultants reviewed the
current body of information on voter fraud and intimidation. What the world knows
about these issues comes largely from a very limited body of reports, articles and books.
There are volumes of case law and statutes in the various states that also impact our
understanding of what actions or inactions are legally considered fraud or intimidation.

L
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Last, there is anecdotal information available through media reports and interviews with
persons who have administered elections, prosecuted fraud, and studied these problems.
All of these resources were used by EAC consultants to provide an introductory look at
the available knowledge of voter fraud and voter intimidation.

Reports and Studies of Voter Fraud and Intimidation

Over the years, there have been a number of studies conducted about the concepts
of voter fraud and voter intimidation. EAC reviewed many of these studies and reports to
develop a base-line understanding of the information that is currently available about
voter fraud and voter intimidation. EAC consultants reviewed the following articles,
reports and books, summaries of which are available in Appendix "_":

Articles and Reports

• People for the American Way and the NAACP, "The Long Shadow of Jim
Crow," December 6, 2004.

• Laughlin McDonald, "The New Poll Tax," The American Prospect vol. 13
no. 23, December 30, 2002.

• Wisconsin Legislative Audit Bureau, "An Evaluation: Voter Registration
Elections Board" Report 05-12, September, 2005.

• Milwaukee Police Department, Milwaukee County District Attorney's
Office, Federal Bureau of Investigation, United States Attorney's Office
"Preliminary Findings of Joint Task Force Investigating Possible Election
Fraud," May 10, 2005.

• National Commission on Federal Election Reform, "Building Confidence
in U.S. Elections," Center for Democracy and Election Management,
American University, September 2005.

• The Brennan Center for Justice at NYU School of Law and Spencer
Overton, Commissioner and Law Professor at George Washington
University School of Law "Response to the Report of the 2005
Commission on Federal Election Reform," September 19, 2005.

• Chandler Davidson, Tanya Dunlap, Gale Kenny, and Benjamin Wise,
"Republican Ballot Security Programs: Vote Protection or Minority Vote
Suppression – or Both?" A Report to the Center for Voting Rights &
Protection, September, 2004.

• Alec Ewald, "A Crazy Quilt of Tiny Pieces: State and Local
Administration of American Criminal Disenfranchisement Law," The
Sentencing Project, November 2005.
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• American Center for Voting Rights "Vote Fraud, Intimidation and
Suppression in the 2004 Presidential Election," August 2, 2005.

• The Advancement Project, "America's Modem Poll Tax: How Structural
Disenfranchisement Erodes Democracy" November 7, 2001

• The Brennan Center and Professor Michael McDonald "Analysis of the
September 15, 2005 Voter Fraud Report Submitted to the New Jersey
Attorney General," The Brennan Center for Justice at NYU School of
Law, December 2005.

• Democratic National Committee, "Democracy at Risk: The November
2004 Election in Ohio," DNC Services Corporation, 2005

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2002."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2003."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2004."

• Craig Donsanto, "The Federal Crime of Election Fraud," Public Integrity
Section, Department of Justice, prepared for Democracy.Ru, n.d., at
http://www.democracy.ru/englishllibrary/internationalJengl l 999-11.html

• People for the American Way, Election Protection 2004, Election
Protection Coalition, at
http://www.electionprotection2004.org/edaynews.htm

• Craig Donsanto, "Prosecution of Electoral Fraud under United State
Federal Law," IFES Political Finance White Paper Series, IFES, 2006.

• General Accounting Office, "Elections: Views of Selected Local Election
Officials on Managing Voter Registration and Ensuring Eligible Citizens
Can Vote," Report to Congressional Requesters, September 2005.

• Lori Minnite and David Callahan, "Securing the Vote: An Analysis of
Election Fraud," Demos: A Network of Ideas and Action, 2003.
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• People for the American Way, NAACP, Lawyers Committee for Civil
Rights, "Shattering the Myth: An Initial Snapshot of Voter
Disenfranchisement in the 2004 Elections," December 2004.

Books

• John Fund, Stealing Elections: How Voter Fraud Threatens Our
Democracy, Encounter Books, 2004.

• Andrew Gumbel, Steal this Vote: Dirty Elections and the Rotten History of
Democracy in American, Nation Books, 2005.

• Tracy Campbell, Deliver the Vote: A History of Election Fraud, An
American Political Tradition –1742-2004, Carroll & Graf Publishers,
2005.

• David E. Johnson and Jonny R. Johnson, A Funny Thing Happened on the
Way to the White House: Foolhardiness, Folly, and Fraud in the
Presidential Elections, from Andrew Jackson to George W. Bush, Taylor
Trade Publishing, 2004.

• Mark Crispin Miller, Fooled Again, Basic Books, 2005.

During our review of these documents, we learned a great deal about the type of research
that has been conducted in the past concerning voter fraud and voter intimidation. None
of the studies or reports was based on a comprehensive study, survey or review of all
allegations, prosecutions or convictions of state or federal crimes related to voter fraud or
voter intimidation. Most reports focused on a limited number of case studies or instances
of alleged voter fraud or intimidation. For example, "Shattering the Myth: An Initial
Snapshot of Voter Disenfranchisement in the 2004 Elections," a report produced by the
People for the American Way, focused exclusively on citizen reports of fraud or
intimidation to the Election Protection program during the 2004 presidential election.
Similarly, reports produced annually by the Department of Justice, Public Integrity
Division, deal exclusively with crimes reported to and prosecuted by the United States
Attorneys and/or the Department of Justice through the Pubic Integrity Section.

It is also apparent from a review of these articles and books that there is no consensus on
the pervasiveness of voter fraud and voter intimidation. Some reports, such as "Building
Confidence in U.S. Elections," suggest that there is little or no evidence of extensive
fraud in U.S. elections or of multiple voting. This conflicts directly with other reports,
such as the "Preliminary findings of Joint Task Force Investigating Possible Election
Fraud," produced by the Milwaukee Police Department, Milwaukee County District
Attorney's Office, FBI and U.S. Attorney's Office. That report cited evidence of more
than 100 individual instances of suspected double-voting, voting in the name of persons
who likely did not vote, and/or voting using a name believed to be fake.
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Voter intimidation is also a topic of some debate. Generally/speaking there is little
agreement on what constitutes actionable voter intimidation. Some studies and reports
cover only intimidation that involves physical or financial threats, while others cover
non-criminal intimidation,evven legal practices that they allege suppress the vote

One point of agreement is that absentee voting and voter registration by third-party
groups create opportunities for fraud. A number of studies cited circumstances in which
voter registration drives have falsified voter registration applications or have destroyed 4v\y T" \j w
voter registration applications of voters of a certain party. Others conclude that paying c. saY A(%r
persons per voter registration application creates the opportunity and perhaps the
incentive for fraud.

aP^fa1 S te.% •y

Interviews with Experts 	 io
on Abi^,

In addition to reviewing prior studies and reports on voter fraud and intimidation, EAC
consultants interviewed a number of persons regarding their experiences and research of
voter fraud and voter intimidation. Persons interviewed included

Wade Henderson
Executive Director,
Leadership Conference for Civil Rights

Wendy Weiser
Deputy Director,
Democracy Program, The Brennan
Center

William Groth
Attorney for the plaintiffs in the Indiana
voter identification litigation

Lori Minnite
Barnard College, Columbia University

Neil Bradley
ACLU Voting Rights Project

Nina Perales
Counsel,
Mexican American Legal Defense and
Education Fund

Pat Rogers
Attorney, New Mexico

Rebecca Vigil-Giron
Secretary of State, New Mexico

Sarah Ball Johnson
Executive Director,
State Board of Elections, Kentucky

Stephen Ansolobohere
Massachusetts Institute of Technology

Chandler Davidson
Rice University

Tracey Campbell
Author, Deliver the Vote

Douglas Webber
Assistant Attorney General, Indiana

Heather Dawn Thompson
Director of Government Relations,
National Congress of American Indians

Jason Torchinsky
Assistant General Counsel,
American Center for Voting Rights
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Robin DeJarnette
Executive Director,
American Center for Voting Rights

Harry Van Sickle
Commissioner of Elections,
Pennsylvania

Joseph Sandler
Counsel
Democratic National Committee

John Ravitz
Executive Director
New York City Board of Elections

Sharon Priest
Former Secretary of State, Arkansas

Evelyn Stratton
Justice
Supreme Court of Ohio

Tony Sirvello
Executive Director
International Association of Clerks,
Recorders, Election Officials and
Treasurers

Joseph Rich
Former Director
Voting Section, Civil Rights Division
U.S. Department of Justice

Craig Donsanto
Director, Public Integrity Section
U.S. Department of Justice

Kevin Kennedy	 John Tanner
Executive Director 	 Director
State Board of Elections, Wisconsin 	 Voting Section, Civil Rights Division

U.S. Department of Justice

These interviews in large part confirmed the conclusions that were gleaned from the
articles, reports and books that were analyzed. For example, the interviewees largely
agreed that absentee balloting is subject to the greatest proportion of fraudulent acts,
followed by vote buying and voter registration fraud. They similarly pointed to voter
registration drives by third-party groups as a source of fraud, particularly when the
workers are paid per registration. Many asserted that impersonation of voters is probably
the least frequent type of fraud, citing as reasons that it was the most likely type of fraud
to be discovered and that there are stiff penalties associated with this type of fraud. 	 t^,,^y r

Interviewees differed on what they believe constitutes actionable voter intimidation. Law
enforcement and prosecutorial agencies tend to look to the criminal definitions of voter
intimidation which generally require some threat of physical or financial harm. On the
other hand, voter rights advocates tended to point to activities such as challenger laws,
voter identification laws, the location of polling places, and distribution of voting
machines as activities that can constitute voter intimidation.

Those interviewed also expressed opinions on the enforcement of voter fraud and voter
intimidation laws. States have varying authorities to enforce these laws. In some states,
enforcement is left to the county or district attorney, and in others enforcement is
managed by the state's attorney general. Regardless, voter fraud and voter intimidation
are difficult to prove and require resources and time that local law enforcement and
prosecutorial agencies do not have. Federal law enforcement and prosecutorial agencies
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have more time and resources but have limited jurisdiction. They can only prosecute
crimes related to elections involving federal candidates. Those interviewed differed on
the effectiveness of the current system of enforcement, including those that allege that
prosecutions are not sufficiently aggressive and those that feel that the current laws are
sufficient for prosecuting fraud and intimidation.

A summary of the each of the interviews conducted is attached as Appendix "_

Case Law and Statutes

Consultants reviewed over 40,000 cases that were identified using a series of search
terms related to voter fraud and voter intimidation. The majority of these cases came
from appeal courts. This is not a surprising situation, since most cases that are publicly
reported come from courts of appeal. Very few cases that are decided at the district court
level are reported for public review.

Very few of the identified cases were applicable to this study. Of those that were
applicable, no apparent thematic pattern emerged. However, it did seem that the greatest
number of cases reported on fraud and intimidation have shifted from past patterns of
stealing votes to present problems with voter registration, voter identification, the proper
delivery and counting of absentee and overseas ballots, provisional voting, vote buying
and challenges to felon eligibility.

A listing of the cases reviewed in this study is attached as Appendix"".

Media Reports

EAC consultants reviewed thousands of media reports concerning a wide variety of
potential voter fraud or voter intimidation, including:

• absentee ballot fraud,
• voter registration fraud,
• voter intimidation and suppression,
• deceased voters,
• multiple voting,
• felons voting,
• non-citizens voting,
• vote buying,
• deceptive practices, and
• fraud by election officials.

While these reports showed that there were a large number of allegations of voter fraud
and voter intimidation, they provided much less information as to whether the allegations
were ever formalized as complaints to law enforcement, whether charges were filed,
whether prosecutions ensued, and whether any convictions were made. The media
reports were enlightening as to the pervasiveness of complaints of fraud and intimidation
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throughout the country, the correlation between fraud allegations and the perception that
the state was a "battleground" or "swing" state, and the fact that there were reports of
almost all types of voter fraud and voter intimidation. However, these reports do not
provide much data for analysis as to the number of complaints, charge jand prosecutions
of voter fraud and intimidation throughout the country.

DEFINITION OF ELECTION CRIMES

From our study of available information on voter fraud and voter intimidation, we have
learned that these terms mean many things to many different people. These terms are
used casually to refer to anything from vote buying to refusing to register a voter to
falsifying voter registration applications. Upon further inspection, however, it is
apparent that there is no common understanding of what is and what is not "voter fraud"
and "voter intimidation." Some think of voter fraud and voter intimidation only as
criminal acts, while others include actions that may constitute civil wrongs, civil rights
violations, and even legal and appropriate activities. In order to come up with a common
definition and list of activities that can be studied, EAC assessed the appropriateness of
the terminology that is currently in use and applied certain factors to limit the scope and
reach of what can and will be studied by EAC in the future.

New Terminology

The phrase "voter fraud" is really a misnomer for a concept that is much broader. "Fraud"
is a concept that connotes an intentional act of deception, which may constitute either a
criminal act or civil tort depending upon the willfulness of the act.

Fraud, n. 1. A knowing misrepresentation of the truth or concealment of a
material fact to induce another to act to his or her detriment. • Fraud is usu. a
tort, but in some cases (esp. when the conduct is willful) it may be a crime.

4I v	 Black's Law Dictionary, Eighth Edition, p. 685.

A "voter" is a person who is eligible to and engages in the act of voting. Black's Law
Dictionary, Eighth Edition, p. 1608. Using these terms to form a definition of "voter
fraud," it means fraudulent or deceptive acts committed by the voter or in which the voter
is the victim. Thus, a voter who intentionally provides false information on a voter
registration application or intentionally impersonates another registered voter and
attempts to vote for that person would be committing "voter fraud." Similarly, a person
who knowingly provides false information to a voter about the location of the voter's
polling place commits fraud on the voter.

The phrase "voter fraud" does not capture a myriad of other criminal acts that are related
to elections which are not perpetrated by the voter and/or do not involve an act of
deception. For example, "voter fraud" does not capture actions or willful inaction by
candidates and election workers. When an election official willfully and knowingly
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refuses to register to vote an otherwise legally eligible person it is a crime. This is a
crime that involves neither the voter nor an act of deception.

To further complicate matters, the phrases "voter fraud" and "voter intimidation" are
used to refer to actions or inactions that are criminal as well as those that are potentially
civil wrongs and even those that are legal. Obviously, criminal acts and civil wrongs are
pursued in a very different manner. Criminal acts are prosecuted by the local, state or
federal government. Generally, civil wrongs are prosecuted by the individual who
believes that they were harmed. In some cases, when civil rights are involved, the civil tk

ivision of the Department of Justice may become involved.

The goal of this study was to develop a common definition of what is generically referred
to as "voter fraud" and "voter intimidation" that would serve as the basis of a future,
comprehensive study of the existence of these problems. In order to meet that goal, we
recognize that the current terminology does not accurately represent the spectrum of
activities that we desire to study. Furthermore, we recognize that the resources, both
financial and human capital, needed to study allegations and prosecutions of criminal
acts suits involving civil torts, and allegations of potential voter suppression through the
useegal election processes are.well beyond the resources available to EAC. As such,
EAC has defined "election crimes," a phrase that captures all crimes related to the wote^
registratieu	 voting process^a'.

What is an Election Crime for Purposes of this Study

Election crimes are intentional acts or willful failures to act, prohibited by state or federal
law, that are designed to cause ineligible persons to participate in the election process,
eligible persons to be excluded from the election process ineligible votes to be cast in an
elections eligible votes not to be cast or counted or other interference with or invalidation
of election results. Election crimes generally fall into one of four categories: acts of
deception acts of coercion acts of damage or destruction] and failures or refusals to act.

-Generall ^alcina,.^election crimes can be committed by voters, candidates, election
officials, or any other members of the public that desire to criminally impact the result of
an election. However, crimes that are based upon knowing or willful failure to act
assume that a duty to act exists. Election officials have affirmative duties to act with
regard to elections. By and large, other groups and individuals do not have such duties.

The victim of an election crime can be a voter, a group of voters, or the public, in general.
Election crimes can occur during any stage of the election process, including but not
limited to qualification of candidates; voter registration; campaigning; voting system
preparation and programming; voting either early, absentee, or election day; vote
tabulation; recounts; and recalls.

The following are examples of activities that may constitute election crimes. This list is
not intended to be exhaustive, but is representative of what states and the federal
government consider criminal activity related to elections.
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Acts of Deception

o Knowingly causing to be mailed or distributed, or knowingly mailing or
distributing, literature that includes false information about the voter's precinct or
polling place, regarding the date and time of the election or regarding a candidate;

o Possessing an official ballot outside the voting location, unless the person is an
election official or other person authorized by law or local ordinanceossess a
ballot outside of the polling location;

o Making, or knowingly possessing, a counterfeit of an official election ballot;
o Signing a name other than his/her own to a petition proposing an initiative,

referendum, recall, or nomination of a candidate for office;
o Knowingly signing more than once for the proposition, question, or candidate at„

one election;
o Signing a petition proposing an initiative or referendum when the signer is not a

qualified voter*
o Voting or attempting to vote in the name of another person;
o Voting or attempting to vote more than once at the same election;
o Intentionally making a false affidavit, swearing falsely, or falsely affirming under

an oath required by a statute regarding their voting status, including when
registering to vote, requesting an absentee ballot or presenting to vote in person;

o Registering to vote without being entitled to register;
o Knowingly making a material false statement on an application for voter

registration or re-registration; and
o Voting or attempting to vote in an election after being disqualified or when the

person knows that he/she is not eligible to vote.

Acts of Coercion

o Using, threatening to use, or causing to be used force, coercion, violence,
restraint, or inflicting, threatening to inflict, or causing to be inflicted damage
harm, or loss, upon or against another person to induce or compel that person to
vote or refrain from voting or to register or refrain from registering to vote;

o Knowingly paying, offering to pay, or causing to be paid money or other valuable
thing to a person to vote or refrain from voting for a candidate or for or against an
election proposition or question;

o Knowingly soliciting or encouraging a person who is not qualified to vote in an
election;

o Knowingly challenging a person's right to vote without probable cause or on
fraudulent grounds, or engaging in mass, indiscriminate, and groundless
challenging of voters solely for the purpose of preventing voter from voting or {t,
delay the process of voting;

o As an employer, attempting by coercion, intimidation, threats to discharge or to
lessen the remuneration of an employee, to influence his vote in any election, or
who requires or demands an examination or inspection by himself or another of
an employee's ballot;

11	 007325



DRAFT — DO NOT DISTRIBUTE

o Soliciting, accepting, or agreeing to accept money or other valuable thing in
exchange for signing or refraining from signing a petition proposing an initiative;

o Inducing or attempting to induce an election official to fail in the official's duty
by force, threat, intimidation, or offers of reward;

o Directly or through any other person advancing, paying, soliciting, or receiving or
causing to be advanced, paid, solicited, or received, any money or other valuable
consideration to or for the use of any person in order to induce a person not to
become or to withdraw as a candidate for public office; and

o Soliciting, accepting, or agreeing to accept money or other valuable thing in
exchange for registering to vote.

Acts of Damage or Destruction

o Removing or destroying any of the supplies or other conveniences placed in the
voting booths or compartments for the purpose of enabling the voter to vote his or
her ballot;

o Removing, tearing down, or defacing election materials, instructions or ballots;
o Fraudulently altering or changing the vote of any elector, by which such elector is

prevented from voting as he intended;
o Knowingly removing, altering, defacing or covering any political sign of any

candidate for public office for a prescribed period prior to and following the
election;

o Intentionally changing, attempting to change, or causing to be changed an official
election document including ballots, tallies, and returns; and

o Intentionally delaying, attempting to delay, or causing to be delayed the sending
of certificate, register, ballots, or other materials whether original or duplicate,

• required to be sent by jurisdictional law.

Failure or Refusal to Act

o Intentionally failing to perform an election duty, or knowingly committing an
unauthorized act with the intent to effect the election;

o Knowingly permitting, making, or attempting to make a false count of election
returns;

o Intentionally concealing, withholding, or destroying election returns or attempts
to do so;

o Marking a ballot by folding or physically altering the ballot so as to recognize the
ballot at a later time; .

o Attempting to learn or actually and unlawfully learning how a voter marked a
ballot;

o Distributing or attempting to distribute election material knowing it to be
fraudulent;

o Knowingly refusing to register a person who is entitled to register under the rules
of that jurisdiction; and

o Knowingly refusing to allow an eligible voter to cast his/her ballot.
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What is not an Election Crime for Purposes of this Study

There are some actions or inactions that may constitute crimes or civil wrongs that we do
not include in our definition of "election crimes." All crimes or civil violations related to
campaign finance reporting either at the state or federal level are not "election crimes" for
purposes of this study and any future study conducted by EAC. Similarly, criminal acts
that are unrelated to elections, voting, or voter registration are not "election crimes," even
when those offenses occur in a polling place, voter registration office, or a candidate's
office or appearance. For example, an assault or battery that results from a fight in a
polling place or at a candidate's office is not an election crime. Similarly, violations of
ethical provisions such as the Hatch Act are not "election crimes." Last, actions that do
no rise to the level of criminal activity, that is a misdemeanor, relative felony or felony,
are not "election crimes."

RECOMMENDATIONS ON HOW TO STUDY ELECTION CRIMES

As a part of its study, EAC sought recommendations on ways that EAC can study the
existence of election crimes. EAC consultants developed recommendations. In addition,
the working group and some of the persons interviewed as a part of this study provided
recommendations.

Recommendation 1: Conduct More Interviews

Future activity in this area should include conducting additional interviews. In particular,
more election officials from all levels of government, parts of the country, and parties
should be interviewed. It would also be especially beneficial to talk to people in law
enforcement, specifically federal District Election Officers ("DEOs") and local district
attorneys, as well as civil and criminal defense attorneys.

Recommendation 2: Follow Up on Media Research

The media search conducted for this phase of the research was based on a list of search
terms agreed upon by EAC consultants. Thousands of articles were reviewed and
hundreds analyzed. Many of the articles contain allegations of fraud or intimidation.
Similarly, many of the articles contain information about investigations into such
activities or even charges brought. Additional media research should be conducted to
determine what, if any, resolutions or further activity there was in each case.

Recommendation 3: Follow Up on Allegations Found in Literature Review

Many of the allegations made in the reports and books that were analyzed and
summarized by EAC consultants were not substantiated and were certainly limited by the
date of publication of those pieces. Despite this, such reports and books are frequently
cited by various interested parties as evidence of fraud or intimidation. Further research
should include follow up on the allegations discovered in the literature review.
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Recommendation 4: Review Complaints Filed With "My Vote]" Voter Hotline

During the 2004 election and the statewide elections of 2005, the University of
Pennsylvania led a consortium of groups an e&earchers in conducting the MyVote I
Project. This project involved using a	 vo'terhotline where voters could call for poll
location, be transferred to a local hotline, or leave a recorded message with a complaint.
In 2004, this resulted in over 200,000 calls received and over 56,000 recorded
complaints.

Further research should be conducted using the MyVote 1 data with the cooperation of the
project leaders. While perhaps not a full y scientific survey given the self-selection of the	 n° P s A'C	 (
callers, the information regarding 200,000 complaints may provide a good deal of insight 	 d a!1 1
into the problems voters experienced, especially those in the nature of intimidation or 	 do.^nh;^^, bpi
suppression.

Recommendation 5: Further Review of Complaints Filed With U.S. Department of
Justice

Although according to a recent GAO report the Voting Section of the Civil Rights
Division of the Department of Justice has a varietysways it tracks complaints of voter
intimidation, Attempts should be made to obtain relevant data, including the telephone
logs of complaints and information from the Interactive Case Management (ICM) system.
Further research should also include a review and analysis of the DOJ/OPM observer and
monitor field reports from Election Day.

Recommendation 6: Review Reports Filed By District Election Officers

Further research should include a review of the reports that must be filed by every
District Election Officer to the Public Integrity Section of the Criminal Division of the 	 el^n
Department of Justice. The DEOs play a central role in receiving reports of voter a -"cr+ 	 2
and investigating and pursuing them. Their reports back to the Department would likely 	 +
provide tremendous insight into what actually transpired during the last several elections.
Where necessary, information could be redacted or made confidential.

Recommendation 7: Attend Ballot Access and Voting Integrity Symposium

Further activity in this area should include attending the next Ballot Access and Voting
Integrity Symposium. At this conference,/prosecutors serving as District Election
Officers in the 94 U.S. Attorneys' Offices obtain annual training on fighting election
fraud and voting rights abuses. These conferences are sponsored by the Voting Section of
the Civil Rights Division and the Public Integrity Section of the Criminal Division, and
feature presentations by Civil Rights officials and senior prosecutors from the Public
Integrity Section and the U.S. Attorneys' Offices. By attending the symposium
researchers could learn more about the following:how District Election Officers are
trained; how information about previous election and voting issues is; tpresented; and how
the Voting Rights Act, the criminal laws governing election fraud and intimidation, the
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National Voter Registration Act, and the Help America Vote Act are described and
explained to participants.

Recommendation 8: Conduct Statistical Research

EAC should measure voter fraud and intimidation using interviews. focus grouns, and a
survey and statistical analysis of the results of these efforts. The sample should be based
on the following factors:

o Ten locations that are geographically and demographically diverse where
there have historically been many reports of fraud and/or intimidation;

o Ten locations (geographically and demographically diverse) that have not had
many reports of fraud and/or intimidation;

EAC should also conduct a survey of elections officials, district attorneys, and district
election officers. The survey sample should be large in order to be able to get the
necessary subsets. The sample must include a random set of counties where there have
and have not been a large number of allegations uk0.v dw^-^, uo^`^ \' c	 ^.

Recommendation 9: Explore Improvements to Federal Law

Future researchers should review federal law to explore ways to make it easier to impose
either civil or criminal penalties for acts of intimidation that do not necessarily involve
racial animus and/or a physical or economic threat.

Recommendation 10: Use Observers to Collect Data on Election Day

Use observers to collect data regarding fraud and intimidation at the polls j/on Election
Day. There may be some limitations to the ability to conduct this type of research,
including difficulty gaining access to polling places for the purposes of observation.

F Gov 4Iready k*t bbsvrvcrs
Recommendation 11: Study Absentee Ballot Fraud

Because absentee ballot fraud constitutes a large portion of election crimes, a stand-alone
study of absentee ballot fraud should be conducted. Researchers should look at actual
cases to see how absentee ballot fraud schemes are conducted in an effort to provide
recommendations on more effective measures for preventing them.

Recommendation 12: Use Risk Analysis Methodology to Study Fraud

Conduct an analysis of what types of fraud people are most likely to commit.
Researchers can use that risk analysis to rank the types of fraud based on the ease of
commission and the impact of the fraud.

Recommendation 13: Conduct Research Using Database Comparisons

15	 001320



DRAFT – DO NOT DISTRIBUTE

Researchers should compare information on databases to determine whether the voter 	 14V&-
rolls contain deceased persons and felons. In addition, the voter rolls can then be
compared with the list of persons who voted to determine whether deceased voters or
felons actually voted.
Recommendation 14: Conduct a Study of Deceptive Practices

The working group discussed the increasing use of deceptive practices, such as flyers
with false and/or intimidating information, to suppress voter participation. A number of
groups, such as the Department of Justice, the EAC, and organizations such as the
Lawyers Committee for Civil Rights, keep phone logs regarding complaints of such
practices. These logs should be reviewed and analyzed to see how such practices are
being conducted and what can be done about them.

Recommendation 15: Study Use of HA VA Administrative Complaint Procedureias
Vehicle for Measuring Fraud and Intimidation

EAC should study the extent to which states are actually utilizing the administrative
complaint procedure mandated by HAVA. In addition, the EAC should study whether
data collected through the administrative complaint procedure can be used as another
source of information for measuring fraud and intimidation.

Recommendation 16: Examine the Use of Special Election Courts

Given that many state and local judges are elected, it may be worth exploring whether
special election courts should be established to handle fraud and intimidation complaints
before, during and after Election Day. Pennsylvania employs such a system and could
investigate how well that system is working.

Accepted Recommendations

There has never been a comprehensive study that gathered data regarding all claims,
charges and prosecutions of voting crimes. EAC feels that a comprehensive study is the
most important research that it can offer the election community and the public. As such,
EAC has adopted all or a part of six of the 16 recommendations made by EAC
consultants and working group.

While several of the other recommendations could be used to obtain more anecdotal
information regarding election crimes, EAC believes that what is needed is a
comprehensive survey and study of the information available from investigatory
agencies, prosecutorial bodies and courts on the number and types of complaints, charges
and prosecutions of election crimes. Additional media reviews, additional interviews and
the use of observers to collect information from voters on Election Day will only serve to
continue the use of anecdotal data to report on election crimes. Hard data on complaints,
charges and prosecutions exists and we should gather and use that data, Lather than rely
on the perceptions of the media or the members of the public as to what might be fraud or
intimidation.
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Some of the recommendations are beyond the scope of the current study. While election
courts may be a reasonable conclusion to reach after we determine what volume and type
of election crimes are being reported, charged or prosecuted, it is premature to embark on
an analysis of that solution without more information. Last, some of the
recommendations do not support a comprehensive study of election crimes. While a risk
analysis might be appropriate in a smaller scale study, EAC desires to conduct a broader
survey to avoid the existing problem of anecdotal and limited scope of information.

In order to further its goal of developing a comprehensive data set regarding election
crimes, EAC intends to engage in the following research activities in studying the
existence and enforcement of election crimes:

Survey Chief Election Officers Regarding Administrative Complaints

26tX^n
Likely sources of complaints concerning vetii3g crimes are the administrative complaint

pra^uM preeesses that states were required to establish as a part of complying with HAVA.
Those complaint procedures were required to be in place prior to a state receiving any
funds under HAVA. Citizens are permitted to file complaints under those procedures
with the state's chief election official and those complaints must be resolved within 60
days. The procedures also allow for alternative dispute resolution of claims.

In order to determine how many of these complaints allege the commission of election
crimes, EAC will survey the states' chief election officers regarding complaints that have
been filed, investigated and resolved since January 1, 2004. EAC will use the definition
of election crimes provided above in this report in its survey so that data regarding a
uniform set of offenses can be collected.

Survey State Election Crime Investigation Units Regarding Complaints Filed
and Referred

Several chief state election officials have developed investigation units focused on
receiving, investigating and referring complaints of election crimes. These units were
established to bolster the abilities of state and local law enforcement to investigate
allegations of election crimes. California, New York and Florida are just three examples
of states that have these types of units.

EAC will use a survey instrument to gather information on the numbers and types of
complaints that have been received by, investigated^and ultimately referred to local or
state law enforcement by election crime investigation units since January 1, 2004. This
data will help us understand the pervasiveness of perceived fraud, as well as the number
of claims that state election officials felt were meritorious of being referred to local and
state law enforcement or prosecutorial agencies for further action.

Survey Law Enforcement and Prosecutorial Agencies Regarding Complaints
and Charge of Voting Crimes

17	 Q,^
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While voters, candidates and citizens may call national hotlines or the news media to
report allegations of election crimes, it is those complaints that are made to law
enforcement that can be investigated and ultimately prosecuted. Thus, it is critical to the
study of election crimes to obtain statistics regarding the number and types of complaints
that are made to law enforcement, how many of those complaints result in the perpetrator
being charged or indicted, and how many of those charges or indictments result in pleas
or convictions.

Thus, EAC will survey law enforcement and prosecutorial agencies at the local, state and
federal level to determine the number and types of complaints, charges or indictments,
and pleas or convictions of election crimes since January 1, 2004. In addition, EAC will
seek to obtain an understanding of why some complaints are not charged or indicted and
why some charges or indictments are not prosecuted.

Analyze Survey Data in Light ofState Laws and Procedures

Once a reliable data set concerning the existence and enforcement of election crimes is
assembled, a real analysis of the effectiveness of fraud prevention measures can be
conducted. For example, data can be analyzed to determine if criminal activities related
to elections are isolated to certain areas or regions of the country. Data collected from
the election official surveys can be compared to the data regarding complaints, charges
and prosecutions gathered from the respective law enforcement and prosecutorial
agencies in each jurisdiction. The effect and/or effectiveness of provisions such as voter
identification laws and challenger provisions can be assessed based on hard data from
areas where these laws exist. Last, analyses such as the effectiveness of enforcement can
be conducted in light of the resources available to the effort.

CONCLUSION

Election crimes are nothing new to our election process. The pervasiveness of these
crimes and the fervor with which they have been enforced has created a great deal of
debate among academics, election officials, and political pundants. Past studies of these
issues have been limited in scope and some have been riddled with bias. These are
issues that deserve comprehensive and nonpartisan review. EACthrough its
clearinghouse role)will collect and analyze data on election crimes throughout the
country. T1 ee .data of onl	 ll tell us what types of election crimes are committed
wheadd, bu arm us of what factors impact the existence, prevention
and prosecution of election crimes.

007332
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EAC REPORT ON VOTING FRAUD AND VOTER INTIMIDATION STUDY

INTRODUCTION

Voting fraud and intimidation are phrases familiar to many voting-aged
Americans. However, they mean different things to different people. Voting fraud and
intimidation are phrases used to refer to crimes, civil rights violations, and, at times, even

cll11application of state or federal laws to the voting process. Past study of these
tope	 as been as varied as its perceived meaning. In an effort to help understand the
realities of voting fraud and voter intimidation in our elections, the U.S. Election
Assistance Commission (EAC) has begun this, phase one, of a comprehe	 study on^
election crimes. In this phase of its examination, EAC has developed a nition f
election crimes and adopted , e research methodology on how to assess t e existence
and enforcement of election crimes in this country.

PURPOSE AND METHODOLOGY OF THE EAC STUDY

Section 241 of the Help America Vote Act of 2002 (HAVA) calls on the EAC to research
and study various issues related to the administration of elections. During Fiscal Year
2006, EAC began projects to research several of the listed topics. These topics for
research were chosen in consultation with the EAC Standards Board and Board of
Advisors. Voting fraud and voter intimidation are topics that the EAGys well as its
advisory board ^elt were important to study to help improve the admmistration of
elections for feral office.

EAC began this study with the intention of identifying a common understanding of
voting fraud and voter intimidation and devising a plan for a comprehensive study of
these issues. This study was not intended to be a comprehensive review of existing
voting fraud and voter intimidation actions, laws, or prosecutions. To conduct that type
of extensive research, a basic understanding had to first be established regarding what is

y
commonly referred to as voting fraud and voter intimidation. Once that understanding

'reached, a definition .he be crafted to refine and in some cases limit the scope of
ẁ-hat reasonably can be researched and studied as evidence of voting fraud and voter
intimidation. That definition will serve as the basis for rest a" tan for a
comprehensive study of the area.   

To accomplish these tasks employed two consultants, 	 /
yang, who workecijaEAC staff and interns to conduct the research that forms the
basis of this report. The consultants were chosen based upon their experience with the

pic and to assure a bipartisan representation in this study. The consultants and EAC
staff were charged to (1) research the current state of information on the topic of voting

Biographies for Job Serebrov and Tova Wang, the two consultants hired by EAC, are attached as
Appendix "1".
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fraud and voter intimidation; (2) develop a uniform definition of voting fraud and voter
intimidation; and (3) propose recommended strategies for researching this subject.

EAGsensultanreviewed existing studies, articles, reports and case law on voting fraud
and intimidation and conducted interviews with experts in the field. an
staff then presented their initial findings to a working group that provided feedback. The
working group participants were:

W

^,r Q

The Honorable Todd Rokita
Indiana Secretary of State
Member, EAC Standards Board and the
Executive Board of the Standards Board

Kathy Rogers
Georgia Director of Elections, Office of
the Secretary of State
Member, EAC Standards Board

J.R. Perez
Guadalupe County Elections
Administrator, Texas

Robert Bauer
Chair of the Political Law Practice at the
law firm of Perkins Coie, District of
Columbia
National Counsel for Voter Protection,
Democratic National Committee

Mark (Thor) Hearne II
Partner-Member, Lathrop & Gage, St
Louis, Missouri
National Counsel to the American
Center for Voting Rights

Barbara Arnwine
Executive Director, Lawyers Committee
for Civil Rights under Law
Leader of Election Protection Coalition

Benjamin L. Ginsberg
Partner, Patton Boggs LLP
Counsel to national Republican
campaign committees and Republican
candidates

Barry Weinberg
Former Deputy Chief and Acting Chief,
Voting Section, Civil Rights Division,
U.S. Department of Justice

Technical Advisor:
Craig Donsanto
Director, Election Crimes Branch, U.S.
Department of Justice

Throughout the process' 1EACstgf assistproviding statutes and
cases on this subject as well as supervision on the direction, scope and product of this

\ '	 research.

The consultants drafted a report for EAC that included their summaries of relevant cases,
studies and reports on voting fraud and intimidation as well as summaries of the
interviews that they conducted. The draft report also provided a definition of voting
fraud and intimidation and made certain recommendations developed by the consultants
or by the working group on how to pursue further study of this subject. This document
was vetted and edited by EAC staff to produce this final report.

2	 00,7.334



DRAFT – DO NOT DISTRIBUTE

EXISTING INFORMATION ABOUT FRAUD AND INTIMIDATION

To begin our study of voting fraud and voter intimidation, EAC consultants reviewed the
current body of information on voting fraud and intimidation. The information available
about these issues comes largely from a very limited body of reports, articles, and books.
There are volumes of case law and statutes in the various states that also impact our
understanding of what actions or inactions are legally considered fraud or intimidation.
Last, there is anecdotal information available through media reports and interviews with
persons who have administered elections, prosecuted fraud, and studied these problems.
All of these resources were used by EAC consultants to provide an introductory look at
the available knowledge of voting fraud and voter intimidation.

Reports and Studies of Voting fraud and Intimidation

Over the years, there have been a number of studies conducted and reports published
about voting fraud and voter intimidation. EAC reviewed many of these studies and
reports to develop a base-line understanding of the information that is currently available
about voting fraud and voter intimidation. EAC consultants reviewed the following
articles, reports and books, summaries of which are available in Appendix "2":

Articles and Reports

• People for the American Way and the NAACP, "The Long Shadow of Jim
Crow," December 6, 2004.

• Laughlin McDonald, "The New Poll Tax," The American Prospect vol. 13
no. 23, December 30, 2002.

• Wisconsin Legislative Audit Bureau, "An Evaluation: Voter Registration.
Elections Board" Report 05-12, September, 2005.

• Milwaukee Police Department, Milwaukee County District Attorney's
Office, Federal Bureau of Investigation, United States Attorney's Office
"Preliminary Findings of Joint Task Force Investigating Possible Election
Fraud," May 10, 2005.

• National Commission on Federal Election Reform, `Building Confidence
in U.S. Elections," Center for Democracy and Election Management,
American University, September 2005.

• The Brennan Center for Justice at NYU School of Law and Spencer
Overton, Commissioner and Law Professor at George Washington
University School of Law "Response to the Report of the 2005
Commission on Federal Election Reform," September 19, 2005.
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• Chandler Davidson, Tanya Dunlap, Gale Kenny, and Benjamin Wise,
"Republican Ballot Security Programs: Vote Protection or Minority Vote
Suppression – or Both?" A Report to the Center for Voting Rights &
Protection, September, 2004.

• Alec Ewald, "A Crazy Quilt of Tiny Pieces: State and Local
Administration of American Criminal Disenfranchisement Law," The
Sentencing Project, November 2005.

• American Center for Voting Rights "Vote Fraud, Intimidation and
Suppression in the 2004 Presidential Election," August 2, 2005.

• The Advancement Project, "America's Modem Poll Tax: How Structural
Disenfranchisement Erodes Democracy" November 7, 2001

• The Brennan Center and Professor Michael McDonald "Analysis of the
September 15, 2005 Voting fraud Report Submitted to the New Jersey
Attorney General," The Brennan Center for Justice at NYU School of
Law, December 2005.

• Democratic National Committee, "Democracy at Risk: The November
2004 Election in Ohio," DNC Services Corporation, 2005

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2002."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2003."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2004."

• Craig Donsanto, "The Federal Crime of Election Fraud," Public Integrity
Section, Department of Justice, prepared for Democracy.Ru, n.d., at
http://www.democracy.ru/english/library/intemational/eng_1999-11.html

• People for the American Way, Election Protection 2004, Election
Protection Coalition, at
httn://www.electionprotection2004 or edaynews htm

• Craig Donsanto, "Prosecution of Electoral Fraud under United State
Federal Law," IFES Political Finance White Paper Series, IFES, 2006.

2
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• General Accounting Office, "Elections: Views of Selected Local Election
Officials on Managing Voter Registration and Ensuring Eligible Citizens
Can Vote," Report to Congressional Requesters, September 2005.

Lori Minnite and David Callahan, "Securing the Vote: An Analysis of
Election Fraud," Demos: A Network of Ideas and Action, 2003.

• People for the American Way, NAACP, Lawyers Committee for Civil
Rights, "Shattering the Myth: An Initial Snapshot of Voter
Disenfranchisement in the 2004 Elections," December 2004.

Books

• John Fund, Stealing Elections: How Voting fraud Threatens Our
Democracy, Encounter Books, 2004.

• Andrew Gumbel, Steal this Vote: Dirty Elections and the Rotten History of
Democracy in American, Nation Books, 2005.

• Tracy Campbell, Deliver the Vote: A History of Election Fraud, An
American Political Tradition –1742-2004, Carroll & Graf Publishers,
2005.

• David E. Johnson and Jonny R. Johnson, A Funny Thing Happened on the
Way to the White House: Foolhardiness, Folly, and Fraud in the
Presidential Elections, from Andrew Jackson to George W. Bush, Taylor
Trade Publishing, 2004.

• Mark Crispin Miller, Fooled Again, Basic Books, 2005.

During our review of these documents, we learned a great deal about the type of research
that has been conducted in the past concerning voting fraud and voter intimidation. None
of the studies or reports was based on a comprehensive, nationwide study, survey or
review of all allegations, prosecutions or convictions of state or federal crimes related to
voting fraud or voter intimidation in the United States. Most reports focused on a limited
number of case studies or instances of alleged voting fraud or intimidation. For example,
"Shattering the Myth: An Initial Snapshot of Voter Disenfranchisement in the 2004
Elections," a report produced by the People for the American Way, focused exclusively
on citizen reports of fraud or intimidation to the Election Protection program during the
2004 presidential election. Similarly, reports produced annually by the Department of
Justice, Public Integrity Division, deal exclusively with crimes reported to and prosecuted
by the United States Attorneys and/or the Department of Justice through the Public
Integrity Section.

It is also apparent from a review of these articles and books that there is no consensus on
the pervasiveness of voting fraud and voter intimidation. Some reports, such as
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"Building Confidence in U.S. Elections," suggest that there is little or no evidence of
extensive fraud in U.S. elections or of multiple voting. This conflicts directly with other
reports, such as the "Preliminary findings of Joint Task Force Investigating Possible
Election Fraud," produced by the Milwaukee Police Department, Milwaukee County
District Attorney's Office, FBI and U.S. Attorney's Office. That report cited evidence of
more than 100 individual instances of suspected double-voting, voting in the name of
persons who likely did not vote, and/or voting using a name believed to be fake.

Voter intimidation is also a topic of some debate because there is little agreement on what
constitutes actionable voter intimidation. Some studies and reports cover only
intimidation that involves physical or financial threats, while others cover non-criminal
intimidation, even legal practices, that allegedly cause vote suppression.

One point of agreement is that absentee voting and voter registration by nongovernmental
groups create opportunities for fraud. A number of studies cited circumstances in which
voter registration drives have falsified voter registration applications or have destroyed
voter registration applications of persons affiliated with a certain political party. Others
conclude that paying persons per voter registration application creates the opportunity
and perhaps the incentive for fraud.

Interviews with Experts

In addition to reviewing prior studies and reports on voting fraud and intimidation, EAC
consultants interviewed a number of persons regarding their experiences and research of
voting fraud and voter intimidation. Persons interviewed included:

Wade Henderson
Executive Director,
Leadership Conference for Civil Rights

Wendy Weiser
Deputy Director,
Democracy Program, The Brennan
Center

William Groth
Attorney for the plaintiffs in the Indiana
voter identification litigation

Lori Minnite
Barnard College, Columbia University

Neil Bradley
ACLU Voting Rights Project

Pat Rogers
Attorney, New Mexico

Nina Perales
Counsel,
Mexican American Legal Defense and
Education Fund

Rebecca Vigil-Giron
Secretary of State, New Mexico

Sarah Ball Johnson
Executive Director,
State Board of Elections, Kentucky

Stephen Ansolobohere
Massachusetts Institute of Technology

Chandler Davidson
Rice University

6
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Tracey Campbell
Author, Deliver the Vote	 John Ravitz

Executive Director
Douglas Webber	 New York City Board of Elections
Assistant Attorney General, Indiana

Heather Dawn Thompson
Director of Government Relations,
National Congress of American Indians

Jason Torchinsky
Assistant General Counsel,
American Center for Voting Rights

Robin DeJarnette
Executive Director,
American Center for Voting Rights

Harry Van Sickle
Commissioner of Elections,
Pennsylvania

Tony Sirvello
Executive Director
International Association of Clerks,
Recorders, Election Officials and
Treasurers

Joseph Sandler
Counsel
Democratic National Committee

Sharon Priest
Former Secretary of State, Arkansas

Kevin Kennedy
Executive Director
State Board of Elections, Wisconsin

Evelyn Stratton
Justice
Supreme Court of Ohio

Joseph Rich
Former Director
Voting Section, Civil Rights Division
U.S. Department of Justice

Craig Donsanto
Director, Public Integrity Section
U.S. Department of Justice

John Tanner
Director
Voting Section, Civil Rights Division
U.S. Department of Justice

These interviews in large part confirmed the conclusions that were gleaned from the
articles, reports and books that were analyzed. For example, the interviewees largely
agreed that absentee balloting is subject to the greatest proportion of fraudulent acts,
followed by vote buying and voter registration fraud. They similarly pointed to voter
registration drives by nongovernmental groups as a source of fraud, particularly when the
workers are paid per registration. Many asserted that impersonation of voters is probably
the least frequent type of fraud because it was the most likely type of fraud to be
discovered, the stiff penalties associated with this type of fraud, and that it is an
inefficient method of influencing an election.

Interviewees differed on what they believe constitutes actionable voter intimidation. Law
enforcement and prosecutorial agencies tend to look to the criminal definitions of voter
intimidation, which generally require some threat of physical or financial harm. On the
other hand, voter rights advocates tended to point to activities such as challenger laws,
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voter identification laws, polling place locations, and distribution of voting machines as
activities that can constitute voter intimidation.

Those interviewed also expressed opinions on the enforcement of voting fraud and voter
intimidation laws. States have varying authorities to enforce these laws. In some states,
enforcement is left to the county or district attorney, and in others enforcement is
managed by the state's attorney general. Regardless, voting fraud and voter intimidation
are difficult to prove and require resources and time that many local law enforcement and
prosecutorial agencies do not have. Federal law enforcement and prosecutorial agencies
have more time and resources but have limited jurisdiction and can only prosecute
election crimes perpetrated in elections with a federal candidate on the ballot or
perpetrated by a public official under the color of law. Those interviewed differed on the
effectiveness of the current system of enforcement. Some allege that prosecutions are not
sufficiently aggressive. Others feel that the current laws are sufficient for prosecuting
fraud and intimidation.

A summary of the each of the interviews conducted is attached as Appendix "3".

Case Law and Statutes

Consultants reviewed more than 40,000 cases that were identified using a series of search
terms related to voting fraud and voter intimidation. The majority of these cases came
from courts o^peal. This is not s^P rising, since most cases that are publicly reported
come from`ourts of appeal. iecy kw 	 at the district court level are
reported for public review

 few of the identified cases were applicable to this study. Of those that were
applicable, no apparent them i ^pattern emerged. However, it did seem that the
number of cases reported o^i and and intimidation have shifted from

isional voting, vote
a c a enges to felon eligibility	—

A listing of the cases reviewed in this study is attached as Appendix "4".

Media Reports

EAC consultants reviewed thousands of media reports concerning a wide variety of
potential voting fraud or voter intimidation, including:

• absentee ballot fraud,
• voter registration fraud,
• voter intimidation and suppression,
• deceased voters,. 	 7
• multiple voting,
• felons voting,
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• non-citizens voting,
• vote buying,
• deceptive practices, and
• fraud by election officials.

While these reports showed that there were a large number of allegations of voting fraud
and voter intimidation, they provided much less information as to whether the allegations
were ever formalized as complaints to law enforcement, whether charges were filed,
whether prosecutions ensued, and whether any convictions were made. The media
reports were enlightening as to the pervasiveness of complaints of fraud and intimidation
throughout the country, the correlation between fraud allegations and the perception that
the state was a "battleground" or "swing" state, and the fact that there were reports of
almost all types of voting fraud and voter intimidation. However, these reports do not
provide much data for analysis as to the number of complaints, charges and prosecutions
of voting fraud and intimidation throughout the country.

DEFINITION OF ELECTION CRIMES

From our study of available information on voting fraud and voter intimidation, we have
learned that these terms mean many things to many different people. These terms are
used casually to refer to anything from vote buying to refusing to register a voter to
falsifying voter registration applications. 	 t is
apparent that there is no common understanding or agreement of what constitutes "voting
fraud" and "voter intimidation." Some think of voting fraud and voter intimidation only
as cnmma	 ,	 others include	 ons that may constitute civil wrongs, civil rights
violations, and even legal	 ctivitie TQ^ i e t a common definition

0^

	

	 -, and list of activities that can be studied, EAC aced the appropriateness of the
terminology that is currently in use and apple d`certain factors to limit the scope and
reach of what can and will be studied by EAC•in-4he-€utue.

New Terminology

The phrase "voting fraud" is really a misnomer for a concept that is much broader.
"Fraud" is a concept that connotes an intentional act of deception, which may constitute
either a criminal act or civil tort depending upon the willfulness of the act.

Fraud, n. 1. A knowing misrepresentation of the truth or concealment p	 ncealment of a
material fact to induce another to act to his or her detriment. • Fraud' usu.
tort, but in some cases (esp. when the conduct is willful) it may be a c

Black's Law Dictionary, Eighth Edition, p. 685.

A "voter" is a person who is eligible to and engages in the act of voting. Black's Law
Dictionary, Eighth Edition, p. 1608. Using these terms to form a definition of "voting
fraud," it means fraudulent or deceptive acts committed by the voter or in which the voter
is the victim. Thus, a voter who intentionally provides false information on a voter

6
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registration application or intentionally impersonates another registered voter and
attempts to vote for that person would be committing "voting fraud." Similarly, a person
who knowingly provides false information to a voter about the location of the voter's
polling place commits fraud on the voter.

The phrase "voting fraud;'does not capture a myriad of other criminal acts that are
related to elections which are not perpetrated by the voter and/or do not involve an act of
deception. For example, "voting fraud" does not capture actions or willful inaction by
candidates and election workers. When an election official willfully and knowingly
refuses to register to vote a legally eligible person it is a crime. This is a crime that
involves neither the voter nor an act of deception.

To further complicate matters, the phrases "voting fraud" and "voter intimidation" are
used to refer to actions or inactions that are criminal as well as those that are potentially
civil wrongs and even those that are legal. Obviously, criminal acts and civil wrongs are
pursued in a very different manner. Criminal acts are prosecuted by the local, state or
federal government. Generally, civil wrongs are prosecuted by the individual who
believes that they were harmed. In some cases, when civil rights are involved, the Civil
Rights Division of the Department of Justice may become involved.

The goal of this study was to develop a common definition of what is generically referred
to as "voting fraud" and "voter intimidation" that would serve as the basis for a future,

0 C j3	 comprehensive study of the existence of these problems. In order to meet that goal, we
recognize that the current terminology does not accurately represent the spectrum of
activities that we desire to study. Furthermore, we recognize that the resources, both
financial and human capital, needed to study allegations and prosecutions of criminal
acts, suits involving civil torts, and allegations of potential voter suppression through the

al election processes are well beyond the resources available to EAC. As such,
1*AC has	 "election crimes," a phrase that captures all crimes related to the voter

registration and voting processes.

The Definition of an Election Crime for Purposes of this Study

Election crimes are intentional acts or willful failures to act, prohibited by state or federal
law, that are designed to cause ineligible persons to participate in the election process;
eligible persons to be excluded from the election process; ineligible votes to be cast in an
election; eligible votes not to be cast or counted; or other interference with or invalidation
of election results. Election crimes generally fall into one of four categories: acts of
deception, acts of coercion, acts of damage or destruction, and failures or refusals to act.

Election crimes can be committed by voters, candidates, election officials, or any other
members of the public who desire to criminally impact the result of an election.
However, crimes that are based upon intentional or willful failure to act assume that a
duty to act exists. Election officials have affirmative duties to act with regard to
elections. By and large, other groups and individuals do not have such duties.

C,^,J.^.IS -et► .J^d^i
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The victim of an election crime can be a voter, a group of voters, an election official, a
candidate, or the public, in general. Election crimes can occur during any stage of the
election process, including but not limited to qualification of candidates; voter
registration; campaigning; vot' g system preparation and programming; voting(either
ea

r
ly, absentee, or election da$vote tabulation; recounts; and recalls.

The following are examples of activities that may constitute election crimes. This list is
not intended to be exhaustive, but is representative of what states and the federal
government consider criminal activity related to elections.

Acts of Deception

o Knowingly causing to be mailed or distributed, or knowingly mailing or
distributing, literature that includes false information about the voter's precinct or
polling place, the date and time of the election or a candidate;

o Possessing an official ballot outside the voting location, unless the person is an
election official or other person authorized by law or local ordinance to possess a
ballot outside of the polling location;

o Making, or knowingly possessing, a counterfeit of an official election ballot;
o Signing a name other than his/her own to a petition proposing an initiative,

referendum, recall, or nomination of a candidate for office;
o Knowingly signing more than once for the proposition, question, or candidate in

one election;
o Signing a petition proposing an initiative or referendum when the signer is not a

qualified voter.
o Voting or attempting to vote in the name of another person;
o Voting or attempting to vote more than once during the same election;
o Intentionally making a false affidavit, swearing falsely, or falsely affirming under

an oath required by a statute regarding their voting status, including when
registering to vote, requesting an absentee ballot or presenting to vote in person;

o Registering to vote without being entitled to register;
o Knowingly making a material false statement on an application for voter

registration or re-registration; and
o Voting or attempting to vote in an election after being disqualified or when the

person knows that he/she is not eligible to vote.

Acts of Coercion

o Using, threatening to use, or causing to be used force, coercion, violence,
restraint, or inflicting, threatening to inflict, or causing to be inflicted damage
harm, or loss, upon or against another person to induce or compel that person to
vote or refrain from voting or to register or refrain from registering to vote;

o Knowingly paying, offering to pay, or causing to be paid money or other thing of
value to a person to vote or refrain from voting for a candidate or for or against an
election proposition or question;
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o Knowingly soliciting or encouraging a person who is not qualified to vote in an
election;

o Knowingly challenging a person's right to vote without probable cause or on
fraudulent. grounds, or engaging in mass, indiscriminate, and groundless
challenging of voters solely for the purpose of preventing voter from voting or to
delay the process of voting;

o As an employer, attempting by coercion, intimidation, threats to discharge or to
lessen the remuneration of an employee, to influence his/her vote in any election,
or who requires or demands an examination or inspection by himself/herself or
another of an employee's ballot;

o Soliciting, accepting, or agreeing to accept money or other valuable thing in
exchange for signing or refraining from signing a petition proposing an initiative;

o Inducing or attempting to induce an election official to fail in the official's duty
by force, threat, intimidation, or offers of reward;

o Directly or through any other person advancing, paying, soliciting, or receiving or
causing to be advanced, paid, solicited, or received, any money or other valuable
consideration to or for the use of any person in order to induce a person not to
become or to withdraw as a candidate for public office; and

o Soliciting, accepting, or agreeing to accept money or other thing of value in
exchange for registering to vote.

Acts of Damage or Destruction

o Destroying completed voter registration applications;
o Removing or destroying any of the supplies or other conveniences placed in the

voting booths or compartments;
o Removing, tearing down, or defacing election materials, instructions or ballots;
o Fraudulently altering or changing the vote of any elector, by which such elector is

prevented from voting as the person intended;
o Knowingly removing, altering, defacing or covering any political sign of any

candidate for public office for a prescribed period prior to and following the
election;

o Intentionally changing, attempting to change, or causing to be changed an official
election document including ballots, tallies, and returns; and

o Intentionally delaying, attempting to delay, or causing to be delayed the sending
of certificate, register, ballots, or other materials whether original or duplicate,
required to be sent by jurisdictional law.

Failure or Refusal to Act

o Intentionally failing to perform an election duty, or knowingly committing an
unauthorized act with the intent to effect the election;

o Knowingly permitting, making, or attempting to make a false count of election
returns;

o Intentionally concealing, withholding, or destroying election returns or attempts
to do so;

12
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o Marking a ballot by folding or physically altering the ballot so as to recognize the
ballot at a later time;

o Attempting to learn or actually and unlawfully learning how a voter marked a
ballot;

o Distributing or attempting to distribute election material knowing it to be
fraudulent;

o Knowingly refusing to register a person who is entitled to register under the rules
of that jurisdiction;

o Knowingly removing the eligibility status of a voter who is eligible to vote; and
o Knowingly refusing to allow an eligible voter to cast his/her ballot.

What is not an Election Crime for Purposes of this Study

There are some actions or inactions that may constitute crimes 	 vi	 at we do
not include in our definition of "election crimes." All criminal	 io a ons related
to campaign finance contribution limitations, prohibitions, and reporting either at the
state or federal level are not "election crimes" for purposes of this study and y future
studyiconducted by EAC. Similarly, criminal acts that are unrelated to elections, voting,

4'	 jrvoter registration are not "election crimes," even when those offenses occur in a
polling place, voter registration office, or a candidate's office or appearance. For
example, an assault or batte	 li lts from a fight in a polling place or at a
candidate's office is not1 election bMine.ISimilarly, violations of ethical provisions

the Hatch Act are not "election crimes," and actions that do not rise to the level of
criminal activity, such as a misdemeanor, relative felony or felony, are not "election
crimes} -

RECOMMENDA	
CRIMES

As a part of its study, EAC sought recommendations on ways that EAC can research the
existence of election crimes. EAC consultants, the working groups and some of the
persons interviewed as a part of this study provided the following recommendations.

Recommendation 1: Conduct More Interviews

Future activity in this area should include conducting additional interviews. In particular,
more election officials from all levels of government, parts of the country, and political
parties should be interviewed. It would also be especially beneficial to talk to law
enforcement officials, specifically federal District Election Officers ("DEOs") and local
district attorneys, as well as civil and criminal defense attorneys.

Recommendation 2: Follow Up on Media Research

The media search conducted for this phase of the research was based on a list of search
terms agreed upon by EAC consultants. Thousands of articles were reviewed and
hundreds analyzed. Many of the articles contained allegations of fraud or intimidation.
Similarly, some of the articles contained information about investigations into such

13

0017345



DRAFT – DO NOT DISTRIBUTE

activities or even charges brought. Additional media research should be conducted to
determine what, if any, resolutions or further activity there was in each case.

Recommendation 3: Follow Up on Allegations Found in Literature Review

Many of the allegations made in the reports and books that were analyzed and
summarized by EAC consultants were not substantiated and were certainly limited by the
date of publication of those pieces. Despite this, such reports and books are frequently
cited by various interested parties as evidence of fraud or intimidation. Further research
should include follow up on the allegations discovered in the literature review.

Recommendation 4: Review Complaints Filed With "MyVotel" Voter Hotline

During the 2004 election and the statewide elections of 2005, the University of
Pennsylvania led a consortium of groups and researchers in conducting the MyVotel
Project. This project involved using a toll-free voter hotline that voters could call for poll
locations, be transferred to a local hotline, or leave a recorded message with a complaint.
In 2004, this resulted in more than 200,000 calls received and more than 56,000 recorded
complaints.

Further research should be conducted using the MyVotel data with the cooperation of the
project leaders. While perhaps not a fully scientific survey given the self-selection of the
callers, the information regarding 56,000 complaints may provide insight into the
problems voters may have experienced, especially issues regarding intimidation or
suppression.

Recommendation 5: Further Review of Complaints Filed With U.S. Department of
Justice

According to a recent GAO report, the Voting Section of the Civil Rights Division of the
Department of Justice has a variety of ways it tracks complaints of voter intimidation.
Attempts should be made to obtain relevant data, including the telephone logs of
complaints and information from the Interactive Case Management (ICM) system.
Further research should also include a review and analysis of the DOJ/OPM observer and
"monitor field reports" from Election Day.

Recommendation 6: Review Reports Filed By District Election Officers

Further research should include a review of the reports that must be filed by every
District Election Officer to the Public Integrity Section of the Criminal Division of the
Department of Justice. The DEOs play a central role in receiving reports of voting fraud
and investigating and pursuing them. Their reports back to the Department would likely
provide tremendous insight into what actually transpired during the last several elections.
Where necessary, information could be redacted or made confidential.

14
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Recommendation 7: Attend Ballot Access and Voting Integrity Symposium

Further activity in this area should include attending the next Ballot Access and Voting
Integrity Symposium. At this conference, prosecutors serving as District Election
Officers in the 94 U.S. Attorneys' Offices obtain annual training on fighting election
fraud and voting rights abuses. These conferences are sponsored by the Voting Section of
the Civil Rights Division and the Public Integrity Section of the Criminal Division, and
feature presentations by Civil Rights officials and senior prosecutors from the Public
Integrity Section and the U.S. Attorneys' Offices. By attending the symposium
researchers could learn more about the following: how District Election Officers are
trained; how information about previous election and voting issues is presented; and how
the Voting Rights Act, the criminal laws governing election fraud and intimidation, the
National Voter Registration Act, and the Help America Vote Act are described and
explained to participants.

Recommendation 8: C duct Statistical Research

EAC should measure voting fraud and intimidation using interviews, focus groups, and a
survey and statistical analysis of the results of these efforts. The sample should be based
on the following factors:

o Ten locations that are geographically and demographically diverse where
there have been many reports of fraud and/or intimidation;

o Ten locations (geographically and demographically diverse) that have not had
many reports of fraud and/or intimidation;

EAC should also conduct a survey of elections officials, district attorneys, and district
election officers. The survey sample should be large in order to be able to get the
necessary subsets, and it must include a random set of counties where there have and
have not been a large number of allegations.

Recommendation 9: Explore Improvements to Federal Law

Future researchers should review federal law to explore ways to make it easier to impose
either civil or criminal penalties for acts of intimidation that do not necessarily involve
racial animus and/or a physical or economic threat.

Recommendation 10: Use Observers to Collect Data on Election Day

Use observers to collect data regarding fraud and intimidation at the polls on Election
Day. There may be some limitations to the ability to conduct this type of research,
including difficulty gaining access to polling places for the purposes of observation, and
concerns regarding how the observers themselves may inadvertently or deliberately
influence the occurrence of election crimes.
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Recommendation 11: Study Absentee Ballot Fraud

Because absentee ballot fraud constitutes a large portion of election crimes, a stand-alone
study of absentee ballot fraud should be conducted. Researchers should look at actual
cases to see how absentee ballot fraud schemes are conducted in an effort to provide
r
ecommendations on more effective measures for preventing fraud when absentee ballots

are used.

Recommendation 12: Use Risk Analysis Methodology to Study Fraud

Conduct an analysis of what types of fraud people are most likely to commit.
Researchers will use that risk analysis to rank the types of fraud based on the "ease of
commission" and the impact of the fraud.

Recommendation 13: Conduct Research Using Database Comparisons

Researchers should compare information on databases to determine whether the voter
rolls contain deceased persons and felons. In addition, the voter rolls can then be
compared with the list of persons who voted to determine whether a vote was recorded by
someone who is deceased or if felons are noted as having voted.

Recommendation 14: Conduct a Study of Deceptive Practices

The working group discussed the increasing use of deceptive practices, such as flyers and
phone calls with false and/or intimidating information, to suppress voter participation. A
number of groups, such as the Department of Justice, the EAC, and organizations such as
the Lawyers Committee for Civil Rights, keep phone logs regarding complaints of such
practices. These logs should be reviewed and analyzed to see how and where such
practices are being conducted and what can be done about them.

Recommendation 15: Study Use ofHA VA Administrative Complaint Procedure as
Vehicle for Measuring Fraud and Intimidation

EAC should study the extent to which states are utilizing the administrative complaint
procedure mandated by HAVA. In addition, the EAC should study whether data
collected through the administrative complaint procedure can be used as another source
of information for measuring fraud and intimidation.

Recommendation 16: Examine the Use ofSpecial Election Courts

Given that many state and local judges are elected, it may be worth exploring whether
special election courts should be established to handle fraud and intimidation complaints
before, during, and after Election Day. Pennsylvania employs such a system and could
investigate how well that system is working.
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Accepted Recommendations

There has never been a comprehensive, national study that gathered data regarding all
claims, charges, and prosecutions of voting crimes. EAC feels that a comprehensive
study is the most important research that it can offer the election community and the
public. As such, EAC has adopted all or a part of six of the 16 recommendations made by
EAC consultants and the working group.

While several of the other recommendations could be used to obtain more anecdotal
information regarding election crimes, EAC believes that what is needed is a
comprehensive survey and study of the information available from investigatory
agencies, prosecutorial bodies and courts on the number and types of complaints, charges
and prosecutions of election crimes. Additional media reviews, additional interviews and
the use of observers to collect information from voters on Election Day will only serve to
continue the use of anecdotal data to report on election crimes. Hard data on complaints,
charges and prosecutions exists and we should gather and use that data, rather than rely
on the perceptions of the media or the members of the public as to what might be fraud or
intimidation.

Some of the recommendations are beyond the scope of the current study. While election
courts may be a reasonable conclusion to reach after we determine the volume and type
of election crimes being reported, charged or prosecuted, it is premature to embark on an
analysis of that solution without more information. Last, some of the recommendations
do not support a comprehensive study of election crimes. While a risk analysis might be
appropriate in a smaller scale study, EAC desires to conduct a broader survey to avoid the
existing problem of anecdotal and limited scope of information.

In order to further its goal of developing a comprehensive data set regarding election
crimes and the laws and procedures used to identify and prosecute them, EAC intends to
engage in the following research activities in studying the existence and enforcement of
election crimes:

Survey Chief Election Officers Regarding Administrative Complaints

Likely sources of complaints concerning election crimes are the administrative complaint
processes that states were required to establish to comply with Section 402 of HAVA.
These complaint procedures were required to be in place prior to a state receiving any
funds under HAVA. Citizens are permitted to file complaints alleging violations of
HAVA Title III provisions under these procedures with the state's chief election official.
Those complaints must be resolved within 60 days. The procedures also allow for
alternative dispute resolution of claims. Some states have expanded this process to
include complaints of other violations, such as election crimes.

In order to determine how many of these complaints allege the commission of election
crimes, EAC will survey the states' chief election officers regarding complaints that have
been filed, investigated, and resolved since January 1, 2004. EAC will use the definition
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of election crimes provided above in this report in its survey so that data regarding a/ - 	 ' "uniform set of offenses will be collected.

Survey State Election Crime Investigation Units Regarding Complaints Filed
and Referred

Several chief state election officials have developed investigation units focused on
receiving, investigating, and referring complaints of election crimes. These units were
established to bolster the abilities of state and local law enforcement to investigate
allegations of election crimes. California, New York and Florida are just three examples
of states that have these types of units.

EAC will use a survey instrument to gather information on the numbers and types of
complaints that have been received by, investigated, and ultimately referred to local or
state law enforcement by election crime investigation units since January 1, 2004. These
data will help us understand the pervasiveness of perceived fraud, as well as the number
of claims that state election officials felt were meritorious of being referred to local and
state law enforcement or prosecutorial agencies for further action.

Survey Law Enforcement and Prosecutorial Agencies Regarding Complaints
and Charge of Voting Crimes

While voters, candidates and citizens may call national hotlines or the news media to
report allegations of election crimes, it is those complaints that are made to law
enforcement that can be investigated and ultimately prosecuted. Thus, it is critical to the
study of election crimes to obtain statistics regarding the number and types of complaints
that are made to law enforcement, how many of those complaints result in the perpetrator
being charged or indicted, and how many of those charges or indictments result in pleas
or convictions.

Thus, EAC will survey law enforcement and prosecutorial agencies at the local, state and
federal level to determine the number and types of complaints, charges or indictments,
and pleas or convictions of election crimes since January 1, 2004. In addition, EAC will
seek to obtain an understanding of why some complaints are not charged or indicted and
why some charges or indictments are not prosecuted.

Analyze Survey Data in Light of State Laws and Procedures

Once a reliable data set concerning the existence and enforcement of election crimes is
assembled, a real analysis of the effectiveness of fraud prevention measures can be
conducted. For example, data can be analyzed to determine if criminal activities related
to elections are isolated to certain areas or regions of the country. Data collected from
the election official surveys can be compared to the data regarding complaints, charges
and prosecutions gathered from the respective law enforcement and prosecutorial
agencies in each jurisdiction. The effect and/or effectiveness of provisions such as voter
identification laws and challenger provisions can be assessed based on hard data from
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areas where these laws exist. Last, analyses such as the effectiveness of enforcement can
be conducted in light of the resources available to the effort.

CONCLUSION

Election crimes are nothing new to our election process. The pervasiveness of these
crimes and the fervor with which they have been enforced has created a great deal of
debate among academics, election officials, and voters. Past studies of these issues have
been limited in scope and some have been riddled with bias. These are issues that
deserve comprehensive and nonpartisan review. EAC, through its clearinghouse role,
will collect and analyze data on election crimes throughout the country. These data not
only will tell us what types of election crimes are committed and where fraud exists, but
also inform us of what factors impact the existence, prevention, and prosecution of
election crimes.
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EAC REPORT ON VOTING FRAUD AND VOTER INTIMIDATION STUDY

INTRODUCTION

Voting fraud and voter intimidation are phrases familiar to many voting-aged
Americans. However, they mean different things to different people. Voting fraud and
voter intimidation are phrases used to refer to crimes, civil rights violations, and, at times,
even the correct application of state or federal laws to the voting process. Past study of
these topics has been as varied as its perceived meaning. In an effort to help understand
the realities of voting fraud and voter intimidation in our elections, the U.S. Election
Assistance Commission (EAC) has begun this, phase one, of a comprehensive study on
election crimes. In this phase of its examination, EAC has developed a definition of
election crimes and adopted some research methodology on how to assess the existence
and enforcement of election crimes in the United States.

PURPOSE AND METHODOLOGY OF THE EAC STUDY

Section 241 of the Help America Vote Act of 2002 (HAVA) calls on the EAC to research
and study various issues related to the administration of elections. During Fiscal Year
2006, EAC began projects to research several of the listed topics. These topics for
research were chosen in consultation with the EAC Standards Board and Board of
Advisors. Voting fraud and voter intimidation are topics that the EAC as well as its
advisory boards felt were important to study to help improve the administration of
elections for federal office.

EAC began this stu with the intention of identifying a common understanding of
voting fraud and yter intimidation and devising a plan for a comprehensive study of
these issues. Th study was not intended to be a comprehensive review of existing
voting fraud and voter intimidation actions, laws, or prosecutions. To conduct that type
of extensive research, a basic understanding had to first be established regarding what is
commonly referred to as voting fraud and voter intimidation. Once that understanding
was reached, a definition had to be crafted to refine and in some cases limit the scope of
what reasonably can be researched and studied as evidence of voting fraud and voter
intimidation. That definition will serve as the basis for recommending a plan for a
comprehensive study of the area.

To accomplish these tasks, EAC employed two consultants, Job Serebrov and Tova
Wang,' who worked with EAC staff and interns to conduct the research that forms the
basis of this report. The consultants were chosen based upon their experience with the
topic and the need to assure a bipartisan representation in this study. The consultants and
EAC staff were charged with (1) researching the current state of information on the topic
of voting fraud and voter intimidation; (2) developing a uniform definition of voting

Biographies for Job Serebrov and Tova Wang, the two consultants hired by EAC, are attached as
Appendix "1".
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fraud and voter intimidation; and (3) proposing recommended strategies for researching
this subject.

EAC consultants reviewed existing studies, articles, reports and case law on voting fraud
and intimidation and conducted interviews with experts in the field. EAC consultants and
staff then presented their initial findings to a working group that provided feedback. The
working group participants were:

The Honorable Todd Rokita
Indiana Secretary of State
Member, EAC Standards Board and the
Executive Board of the Standards Board

Kathy Rogers
Georgia Director of Elections, Office of
the Secretary of State
Member, EAC Standards Board

J.R. Perez
Guadalupe County Elections
Administrator, Texas

Barbara Arnwine
Executive Director, Lawyers Committee
for Civil Rights under Law
Leader of Election Protection Coalition

Benjamin L. Ginsberg
Partner, Patton Boggs LLP
Counsel to National Republican
Campaign Committees and Republican
candidates

Robert Bauer
Chair of the Political Law Practice at the
law firm of Perkins Coie, District of
Columbia
National Counsel for Voter Protection,
Democratic National Committee

Mark (Thor) Hearne II
Partner-Member, Lathrop & Gage, St
Louis, Missouri
National Counsel to the American
Center for Voting Rights

Barry Weinberg
Former Deputy Chief and Acting Chief,
Voting Section, Civil Rights Division,
U.S. Department of Justice

Technical Advisor:
Craig Donsanto
Director, Election Crimes Branch, U.S.
Department of Justice

Throughout the process, EAC staff assisted the consultants by providing statutes and
cases on this subject as well as supervision on the direction, scope and product of this
research.

The consultants drafted a report for EAC that included their summaries of relevant cases,
studies and reports on voting fraud and voter intimidation as well as summaries of the
interviews that they conducted. The draft report also provided a definition of voting
fraud and intimidation and made certain recommendations developed by the consultants
or by the working group on how to pursue further study of this subject. This document
was vetted and edited by EAC staff to produce this final report.
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EXISTING INFORMATION ABOUT FRAUD AND INTIMIDATION

To begin our study of voting fraud and voter intimidation, EAC consultants reviewed the
current body of information on voting fraud and voter intimidation. The information
available about these issues comes largely from a very limited body of reports, articles,
and books. There are volumes of case law and statutes in the various states that also
impact our understanding of what actions or inactions are legally considered fraud or
intimidation. Last, there is anecdotal information available through media reports and
interviews with persons who have administered elections, prosecuted fraud, and studied
these problems. All of these resources were used by EAC consultants to provide an
introductory look at the available knowledge of voting fraud and voter intimidation.

Reports and Studies of Voting fraud and Intimidation

Over the years, there have been a number of studies conducted and reports published
about voting fraud and voter intimidation. EAC reviewed many of these studies and
reports to develop a base-line understanding of the information that is currently available
about voting fraud and voter intimidation. EAC consultants reviewed the following
articles, reports and books, summaries of which are available in Appendix "2":

Articles and Reports

• People for the American Way and the NAACP, "The Long Shadow of Jim
Crow," December 6, 2004.

• Laughlin McDonald, "The New Poll Tax," The American Prospect vol. 13
no. 23, December 30, 2002.

• Wisconsin Legislative Audit Bureau, "An Evaluation: Voter Registration
Elections Board" Report 05-12, September, 2005.

• Milwaukee Police Department, Milwaukee County District Attorney's
Office, Federal Bureau of Investigation, United States Attorney's Office
"Preliminary Findings of Joint Task Force Investigating Possible Election
Fraud," May 10, 2005.

• National Commission on Federal Election Reform, "Building Confidence
in U.S. Elections," Center for Democracy and Election Management,
American University, September 2005.

• The Brennan Center for Justice at NYU School of Law and Spencer
Overton, Commissioner and Law Professor at George Washington
University School of Law "Response to the Report of the 2005
Commission on Federal Election Reform," September 19, 2005.
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• Chandler Davidson, Tanya Dunlap, Gale Kenny, and Benjamin Wise,
"Republican Ballot Security Programs: Vote Protection or Minority Vote
Suppression – or Both?" A Report to the Center for Voting Rights &
Protection, September, 2004.

• Alec Ewald, "A Crazy Quilt of Tiny Pieces: State and Local
Administration of American Criminal Disenfranchisement Law," The
Sentencing Project, November 2005.

• American Center for Voting Rights "Vote Fraud, Intimidation and
Suppression in the 2004 Presidential Election," August 2, 2005.

• The Advancement Project, "America's Modem Poll Tax: How Structural
Disenfranchisement Erodes Democracy" November 7, 2001

• The Brennan Center and Professor Michael McDonald "Analysis of the
September 15, 2005 Voting fraud Report Submitted to the New Jersey
Attorney General," The Brennan Center for Justice at NYU School of
Law, December 2005.

• Democratic National Committee, "Democracy at Risk: The November
2004 Election in Ohio," DNC Services Corporation, 2005

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2002."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2003."

• Public Integrity Section, Criminal Division, United States Department of
Justice, "Report to Congress on the Activities and Operations of the Public
Integrity Section for 2004."

• Craig Donsanto, "The Federal Crime of Election Fraud," Public Integrity
Section, Department of Justice, prepared for Democracy.Ru, n.d., at
http://www.democracy.ru/english/library/intemational/eng_1999-11.html

• People for the American Way, Election Protection 2004, Election
Protection Coalition, at
http://www.electionprotection2004.org/edaynews.htm

• Craig Donsanto, "Prosecution of Electoral Fraud under United State
Federal Law," IFES Political Finance White Paper Series, IFES, 2006.

4
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• General Accounting Office, "Elections: Views of Selected Local Election
Officials on Managing Voter Registration and Ensuring Eligible Citizens
Can Vote," Report to Congressional Requesters, September 2005.

• Lori Minnite and David Callahan, "Securing the Vote: An Analysis of
Election Fraud," Demos: A Network of Ideas and Action, 2003.

• People for the American Way, NAACP, Lawyers Committee for Civil
Rights, "Shattering the Myth: An Initial Snapshot of Voter
Disenfranchisement in the 2004 Elections," December 2004.

Books

• John Fund, Stealing Elections: How Voting fraud Threatens Our
Democracy, Encounter Books, 2004.

• Andrew Gumbel, Steal this Vote: Dirty Elections and the Rotten History of
Democracy in American, Nation Books, 2005.

• Tracy Campbell, Deliver the Vote: A History of Election Fraud, An
American Political Tradition –1742-2004, Carroll & Graf Publishers,
2005.

• David E. Johnson and Jonny R. Johnson, A Funny Thing Happened on the
Way to the White House: Foolhardiness, Folly, and Fraud in the
Presidential Elections, from Andrew Jackson to George W. Bush, Taylor
Trade Publishing, 2004.

• Mark Crispin Miller, Fooled Again, Basic Books, 2005.

During our review of these documents, we learned a great deal about the type of research
that has been conducted in the past concerning voting fraud and voter intimidation. None
of the studies or reports was based on a comprehensive, nationwide study, survey or
review of all allegations, prosecutions or convictions of state or federal crimes related to
voting fraud or voter intimidation in the United States. Most reports focused on a limited
number of case studies or instances of alleged voting fraud or voter intimidation. For
example, "Shattering the Myth: An Initial Snapshot of Voter Disenfranchisement in the
2004 Elections," a report produced by the People for the American Way, focused
exclusively on citizen reports of fraud or intimidation to the Election Protection program
during the 2004 Presidential election. Similarly, reports produced annually by the
Department of Justice, Public Integrity Division, deal exclusively with crimes reported to
and prosecuted by the United States Attorneys and/or the Department of Justice through
the Public Integrity Section.

It is also apparent from a review of these articles and books that there is no consensus on
the pervasiveness of voting fraud and voter intimidation. Some reports, such as
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"Building Confidence in U.S. Elections," suggest that there is little or no evidence of
extensive fraud in U.S. elections or of multiple voting. This conflicts directly with other
reports, such as the "Preliminary Findings of Joint Task Force Investigating Possible
Election Fraud," produced by the Milwaukee Police Department, Milwaukee County
District Attorney's Office, FBI and U.S. Attorney's Office. That report cited evidence of
more than 100 individual instances of suspected double-voting, voting in the name of
persons who likely did not vote, and/or voting using a name believed to be fake.

Voter intimidation is also a topic of some debate because there is little agreement
concerning what constitutes actionable voter intimidation. Some studies and reports
cover only intimidation that involves physical or financial threats, while others cover
non-criminal intimidation, including legal practices that allegedly cause vote suppression.

One point of agreement is that absentee voting and voter registration by nongovernmental
groups create opportunities for fraud. For example, a number of studies cited
circumstances in which voter registration drives have falsified voter registration
applications or have destroyed voter registration applications of persons affiliated with a
certain political party. Others conclude that paying persons per voter registration
application creates the opportunity and perhaps the incentive for fraud.

Interviews with Experts

In addition to reviewing prior studies and reports on voting fraud and intimidation, EAC
consultants interviewed a number of persons regarding their experiences and research of
voting fraud and voter intimidation. Persons interviewed included:

Wade Henderson
Executive Director,
Leadership Conference for Civil Rights

Wendy Weiser
Deputy Director,
Democracy Program, The Brennan
Center

William Groth
Attorney for the plaintiffs in the Indiana
voter identification litigation

Lori Minnite
Barnard College, Columbia University

Neil Bradley
ACLU Voting Rights Project

Pat Rogers
Attorney, New Mexico

Nina Perales
Counsel,
Mexican American Legal Defense and
Education Fund

Rebecca Vigil-Giron
Secretary of State, New Mexico

Sarah Ball Johnson
Executive Director,
State Board of Elections, Kentucky

Stephen Ansolobohere
Massachusetts Institute of Technology

Chandler Davidson
Rice University

6
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Tracey Campbell
Author, Deliver the Vote	 John Ravitz

Executive Director
Douglas Webber	 New York City Board of Elections
Assistant Attorney General, Indiana

Heather Dawn Thompson
Director of Government Relations,
National Congress of American Indians

Jason Torchinsky
Assistant General Counsel,
American Center for Voting Rights

Robin DeJarnette
Executive Director,
American Center for Voting Rights

Harry Van Sickle
Commissioner of Elections,
Pennsylvania

Tony Sirvello
Executive Director
International Association of Clerks,
Recorders, Election Officials and
Treasurers

Joseph Sandler
Counsel
Democratic National Committee

Sharon Priest
Former Secretary of State, Arkansas

Kevin Kennedy
Executive Director
State Board of Elections, Wisconsin

Evelyn Stratton
Justice
Supreme Court of Ohio

Joseph Rich
Former Director
Voting Section, Civil Rights Division
U.S. Department of Justice

Craig Donsanto
Director, Public Integrity Section
U.S. Department of Justice

John Tanner
Director
Voting Section, Civil Rights Division
U.S. Department of Justice

These interviews in large part confirmed the conclusions that were gleaned from the
articles, reports and books that were analyzed. For example, the interviewees largely
agreed that absentee balloting is subject to the greatest proportion of fraudulent acts,
followed by vote buying and voter registration fraud. They similarly pointed to voter
registration drives by nongovernmental groups as a source of fraud, particularly when the
workers are paid per registration. Many asserted that impersonation of voters is probably
the least frequent type of fraud because it is the most likely type of fraud to be
discovered, there are stiff penalties associated with this type of fraud, ,and it is an
inefficient method of influencing an election.

Interviewees differed on what they believe constitutes actionable voter intimidation. Law
enforcement and prosecutorial agencies tend to look to the criminal definitions of voter
intimidation, which generally require some threat of physical or financial harm. On the
other hand, voter rights advocates tended to point to activities such as challenger laws,
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voter identification laws, polling place locations, and distribution of voting machines as
activities that can constitute voter intimidation.

Those interviewed also expressed opinions on the enforcement of voting fraud and voter
intimidation laws. States have varying authorities to enforce these laws. In some states,
enforcement is left to the county or district attorney, and in others enforcement is
managed by the state's attorney general. Regardless, voting fraud and voter intimidation
are difficult to prove and require resources and time that many local law enforcement and
prosecutorial agencies do not have. Federal law enforcement and prosecutorial agencies
have more time and resources but have limited jurisdiction and can only prosecute
election crimes perpetrated in elections with a federal candidate on the ballot or
perpetrated by a public official under the color of law. Those interviewed differed on the
effectiveness of the current system of enforcement. Some allege that prosecutions are not
sufficiently aggressive. Others feel that the current laws are sufficient for prosecuting
fraud and intimidation.

A summary of the each of the interviews conducted is attached as Appendix "3".

Case Law and Statutes

Consultants reviewed more than 40,000 cases that were identified using a series of search
terms related to voting fraud and voter intimidation. The majority of these cases came
from courts of appeal. This is not surprising, since most cases that are publicly reported
come from courts of appeal. Very few cases that are decided at the district court level are
reported for public review.

Very few of the identified cases were applicable to this study. Of those that were
applicable, no apparent thematic pattern emerged. However, it did seem that the greatest
number of cases reported on fraud and intimidation have shifted from past patterns of
stealing votes to present problems with voter registration, voter identification, the proper
delivery and counting of absentee and overseas ballots, provisional voting, vote buying,
and challenges to felon eligibility.

A listing of the cases reviewed in this study is attached as Appendix "4".

Media Reports

EAC consultants reviewed thousands of media reports concerning a wide variety of
potential voting fraud or voter intimidation, including:

• absentee ballot fraud,
• voter registration fraud,
• voter intimidation and suppression,
• deceased voters,
• multiple voting,
• felons voting,
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• non-citizens voting,
• vote buying,
• deceptive practices, and
• fraud by election officials.

While these reports showed that there were a large number of allegations of voting fraud
and voter intimidation, they provided much less information as to whether the allegations
were ever formalized as complaints to law enforcement, whether charges were filed,
whether prosecutions ensued, and whether any convictions were made. The media
reports were enlightening as to the pervasiveness of complaints of fraud and intimidation
throughout the country, the correlation between fraud allegations and the perception that
the state was a "battleground" or "swing" state, and the fact that there were reports of
almost all types of voting fraud and voter intimidation. However, these reports do not
provide much data for analysis as to the number of complaints, charges and prosecutions
of voting fraud and intimidation throughout the country.

DEFINITION OF ELECTION CRIMES

From our study of available information on voting fraud and voter intimidation, we have
learned that these terms mean many things to many different people. These terms are
used casually to refer to anything from vote buying to refusing to register a voter to
falsifying voter registration applications. Upon further inspection, however, it is
apparent that there is no common understanding or agreement of what constitutes "voting
fraud" and "voter intimidation." Some think of voting fraud and voter intimidation only
as criminal acts, while others include actions that may constitute civil wrongs, civil rights
violations, and even legal and, appropriate activities. To arrive at a common definition
and list of activities that can be studied, EAC assessed the appropriateness of the
terminology that is currently in use and applied certain factors to limit the scope and
reach of what can and will be studied by EAC in the future.

New Terminology

The phrase "voting fraud" is really a misnomer for a concept that is much broader.
"Fraud" is a concept that connotes an intentional act of deception, which may constitute
either a criminal act or civil tort depending upon the willfulness of the act.

Fraud, n. 1. A knowing misrepresentation of the truth or concealment of a
material fact to induce another to act to his or her detriment. • Fraud is usu. a
tort, but in some cases (esp. when the conduct is willful) it may be a crime.

Black's Law Dictionary, Eighth Edition, p. 685.

"Voting" is the act of casting votes to decide an issue or contest. Black's Law
Dictionary, Eighth Edition, p. 1608. Using these terms to form a definition of "voting
fraud," it means fraudulent or deceptive acts committed to influence the act of voting.
Thus, a voter who intentionally impersonates another registered voter and attempts to
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vote for that person would be committing "voting fraud." Similarly, a person who
knowingly provides false information to a voter about the location of the voter's polling
place commits fraud on the voter.

The phrase "voting fraud" does not capture a myriad of other criminal acts that are
related to elections which are not related to the act of voting and/or do not involve an act
of deception. For example, "voting fraud" does not capture actions or willful inaction in
the voter registration process. When an election official willfully and knowingly refuses
to register to vote a legally eligible person it is a crime. This is a crime that involves
neither the act of voting nor an act of deception.

To further complicate matters, the phrases "voting fraud" and "voter intimidation" are
used to refer to actions or inactions that are criminal as well as those that are potentially
civil wrongs and even those that are legal. Obviously, criminal acts and civil wrongs are
pursued in a very different manner. Criminal acts are prosecuted by the local, state or
federal government. Generally, civil wrongs are prosecuted by the individual who
believes that they were harmed. In some cases, when civil rights are involved, the Civil
Rights Division of the Department of Justice may become involved.

The goal of this study was to develop a common definition of what is generically referred
to as "voting fraud" and "voter intimidation" that would serve as the basis for a future,
comprehensive study of the existence of these problems. In order to meet that goal, we
recognize that the current terminology does not accurately represent the spectrum of
activities that we desire to study. Furthermore, we recognize that the resources, both
financial and human capital, needed to study allegations and prosecutions of criminal
acts, suits involving civil torts, and allegations of potential voter suppression through the
use of legal election processes are well beyond the resources available to EAC. As such,
EAC has defined "election crimes," a phrase that captures all crimes related to the voter
registration and voting processes.

The Definition of an Election Crime for Purposes of this Study

Election crimes are intentional acts or willful failures to act, prohibited by state or federal
law, that are designed to cause ineligible persons to participate in the election process;
eligible persons to be excluded from the election process; ineligible votes to be cast in an
election; eligible votes not to be cast or counted; or other interference with or invalidation
of election results. Election crimes generally fall into one of four categories: acts of
deception, acts of coercion, acts of damage or destruction, and failures or refusals to act.

Election crimes can be committed by voters, candidates, election officials, or any other
members of the public who desire to criminally impact the result of an election.
However, crimes that are based upon intentional or willful failure to act assume that a
duty to act exists. Election officials have affirmative duties to act with regard to
elections. By and large, other groups and individuals do not have such duties.
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The victim of an election crime can be a voter, a group of voters, an election official, a
candidate, or the public in general. Election crimes can occur during any stage of the
election process, including but not limited to qualification of candidates; voter
registration; campaigning; voting system preparation and programming; voting either
early, absentee, or on election day; vote tabulation; recounts; and recalls.

The following are examples of activities that may constitute election crimes. This list is
not intended to be exhaustive, but is representative of what states and the federal
government consider criminal activity related to elections.

Acts of Deception

o Knowingly causing to be mailed or distributed, or knowingly mailing or
distributing, literature that includes false information about the voter's precinct or
polling place, the date and time of the election or a candidate;

o Possessing an official ballot outside the voting location, unless the person is an
election official or other person authorized by law or local ordinance to possess a
ballot outside of the polling location;

o Making or knowingly possessing a counterfeit of an official election ballot;
o Signing a name other than his/her own to a petition proposing an initiative,

referendum, recall, or nomination of a candidate for office;
o Knowingly signing more than once for the proposition, question, or candidate in

one election;
o Signing a petition proposing an initiative or referendum when the signer is not a

qualified voter.
o Voting or attempting to vote in the name of another person;
o Voting or attempting to vote more than once during the same election;
o Intentionally making a false affidavit, swearing falsely, or falsely affirming under

an oath required by a statute regarding their voting status, including when
registering to vote, requesting an absentee ballot or presenting to vote in person;

o Registering to vote without being entitled to register;
o Knowingly making a materially false statement on an application for voter

registration or re-registration; and
o Voting or attempting to vote in an election after being disqualified or when the

person knows that he/she is not eligible to vote.

Acts of Coercion

o Using, threatening to use, or causing to be used force, coercion, violence,
restraint, or inflicting, threatening to inflict, or causing to be inflicted damage
harm, or loss, upon or against another person to induce or compel that person to
vote or refrain from voting or to register or refrain from registering to vote;

o Knowingly paying, offering to pay, or causing to be paid money or other thing of
value to a person to vote or refrain from voting for a candidate or for or against an
election proposition or question;

11
JU 72




